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The 2022 edition of the State-of-Play report on 
Digital Public Administration and Interoperability 
provides the reader with a run-through of the 
latest digital initiatives put in place between 2020 
and 2022 in 35 European countries , as well as 
undertaken at European and global level, with the 
goal to further digitalise public administrations 
and services and ensure their interoperability. In 
addition, an overview of the current state-of-play 
of interoperability across Europe is provided by 
the reader, based on an overview of the level of 
implementation of the European Interoperability 
Framework (EIF) in 36 European countries1 in 
2021. This dedicated chapter on interoperability 
will also provide the readers with comparisons 
between the countries’ performances in 2020 and 
2021, so as to find correlations and commonalities 
but also potential areas of improvement to help 
European countries in further implementing the 
EIF.

The report demonstrates that European countries 
continue their path towards an increasingly 
digitalised public administration, a trend already 
perceived in the last few years and further 
accelerated by the COVID-19 pandemic. 

Executive Summary

However, a clear shift of mindset is observed 
regarding the use of digital tools by publ ic 
administrations and the conception of digital 
public services, where user-centricity, usability 
and interoperability have emerged as key priorities 
when (re-)designing new or existing services. In 
this context, the European Commission has 
demonstrated a strong dedication to promote the 
uptake of digital solutions by its Member States, 
supporting the development of cross-border digital 
services in the EU and acting as an innovative 
driving force for digital transformation. To illustrate 
it, the report provides an overview of the state-of-
play of the main initiatives around digital public 
administration and interoperability at the EU 
level, including EU funding programmes and 
digital-related political and legislative initiatives 
put forward by the European Commission in the 
period 2020-2022 to fuel the digital transformation 
of the public sector across Europe. Lastly, this 
year’s edition of the report provides insights on 
the most recent global initiatives developed since 
2020 by various international organisations, 
such as the United Nations and the World Bank, 
to support public administrations around the 
globe on their path towards interoperability and 
digitalisation. 

5

1 The 36 European countries include th 27 EU Member States, as well as the countries of the European Free Trade Association, 
Ukraine, Montenegro, Türkiye, the Republic of North Macedonia and the United Kingdom.



Fol lowing the mandate f rom the European 
Commission’s Directorate-General for Informatics 
(DG DIGIT), and in the context of the monitoring 
and  repo r t i ng  ac t i v i t i e s  o f  t he  Na t i ona l 
Interoperability Framework Observatory (NIFO) 
project, Wavestone was requested to produce the 
third edition of the study on the state-of-play on 
digital public administration and interoperability 
across  Europe.  The repor t  descr ibes  the 
landscape of activities aimed at promoting digital 
public administration and interoperability at the 
national, European and international level.
The study covers the recent developments on 
digital public administration and interoperability 
in the 27 EU Member States as well as in the 
countries of the European Free Trade Association 
(Iceland, Liechtenstein, Norway, Switzerland), 
Ukraine, Montenegro, Turkey, and the Republic 
of North Macedonia, hereafter the “European 
countries”.  Further to providing an overview of 
the main initiatives introduced by the European 
Commission to foster digital transformation 
across the EU, the report also covers some 
of the initiatives in the fields of digital public 
administration and interoperability sponsored 
by the major international organisations namely 
the United Nat ions (UN), the Organisat ion 
for Economic Cooperation and Development 
(OECD), and the World Bank. 
The report  reveals that the main areas on 
which the analysed countries have focused 
their digital efforts between 2020 and 2022 
revolve around the digital transformation of their 
public administrations, the provision of digital 
government services and the advancement of 
digital inclusion. Moreover, the study shows that 
an overall net progress has been made since 
2019 by European countries in implementing the 
recommendations stemming from the European 
Interoperability Framework. 
The s ta te-o f -p lay  repor t  on d ig i ta l  pub l ic 
administration and interoperability is structured 
around the following chapters: 
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 CHAPTER 1 – Latest developments 
in digital public administration in Europe. 
Through the lens of the principles outlined in 
the Berlin Declaration on Digital Society and 
Value-Based Digital Government, this chapter 
presents the results of the analysis of over 450 
political and legislative initiatives as well as digital 
infrastructures (such as portals and networks) 
around digital public administration put forward 
and implemented by European countries between 
2021 and 2022. 
 CHAPTER 2 – Latest developments in 
interoperability in Europe.   
This chapter focuses on the progress made 
over the past three years by 36 European 
countries in the implementation of the European 
Interoperability Framework’s (EIF) recommen-
dations. Further to that, it identified common-
alities between the results of the EIF monitoring 
mechanism of 2020 and the one of 2021 and drew 
conclusions on the key areas for improvement. 
Finally, it presents a selection of good practices 
from two European countries, France and Italy, 
as well as those of the World Bank, in the field of 
interoperability governance. 
 CHAPTER 3 – The role of the European 
Union. 
This chapter details the European Commission’s 
commitment in terms of political, legislative, 
and funding initiatives aimed at fostering digital 
transformation and interoperability across the 
EU. 
 CHAPTER 4 – Latest developments 
i n  d i g i t a l  p u b l i c  a d m i n i s t r a t i o n  a n d 
interoperability in the world. 
This chapter summarises the most recent initiatives 
developed by international organisations to 
provide guidance and support to governments and 
public administrations in their digital transition. 
Through the breadth of this year’s edition, the 
reader is presented with a multilevel narration of 
an irreversible trend towards a more digital and 
interoperable society, both in Europe and in the 
world.

Introduction

https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/european-interoperability-framework
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/european-interoperability-framework
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Latest developments in digital public administration in Europe 
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2 In the context of this report, interoperability is defined as the ability of organisations to interact to achieve mutually beneficial goals, 
which implies the sharing of information and knowledge between these organisations, through the business processes they support, 
by exchanging data between their ICT systems.
3 The countries studied are the 27 EU Member States, the members of the European Free Trade Association (Iceland, Liechtenstein, 
Norway and Switzerland) as well as Ukraine, Montenegro, Turkey and the Republic of North Macedonia.

The Berlin Declaration on Digital Society and 
Value-based Digital  Government, signed in 
2020 by representatives of all Member States 
in Europe, acknowledges the importance of the 
digitalisation of the public sector, as well as digital 
public services, while considering the public 
sector as a driving force for the development 
of new and innovative solutions, including the 
use of emerging technologies. For our analysis, 
the initiatives retrieved from the Digital Public 
Administration factsheets 2021 and 2022 are 
clustered in five categories, aligned with some of 
the key principles of the Berlin Declaration:
 D i g i t a l  t r a n s f o r m a t i o n  o f  p u b l i c 
administrations refers to all the digital strategies, 
action plans, legislations and initiatives more 
broadly, that aim to modernise and digitalise 
public administrations; 
 Trust and security in the digital government 
sphere refers to all the initiatives put in place by 
the Member States to ensure that citizens and 
businesses are able to rely on trustworthy and 
verifiable digital government applications and 
services, conforming to European standards 
(e.g., eID);
 Digital inclusion and digital government 
services refers to the initiatives put in place by 
governments and public authorities, at all levels, 
that provide digital services which respond and 
meet citizens’ digital preferences and needs;
 Digital sovereignty and interoperability 
refer to the initiatives that aim to create the right 
conditions in Europe to develop and deploy 
secure and interoperable digital capacities; and 
 Innovative technologies in the public sector 
refers to the Emerging Disruptive Technologies 
(EDT) initiatives and opportunities that Member 
States are promoting and investing on, including 
the Internet of Things, Artif icial Intell igence 
systems, distributed ledger technologies and 
quantum computing, among others.

1
By digital ising their publ ic administrat ions, 
European governments’ main objective is to 
improve the efficiency and effectiveness of their 
public sector by harnessing the potential of 
information and communication technologies 
(ICT) to promote innovation, sustainability, and 
transparency, thereby bringing benefits to their 
citizens and businesses. The trend towards the 
digitalisation of public administrations and public 
services had already been in governments’ 
spotlight for years but was further reinforced 
by the COVID-19 pandemic and subsequent 
crisis, which highlighted the need for public 
administrations to be able to rely on effective 
digital tools and services to meet the increasing 
needs of their citizens, especially in times of 
crisis. Building on the advancement of innovative 
technologies, the development of new digital 
public infrastructures and services are also 
increasingly thought of in a cross-border and 
interoperable2 dimension. Beyond this willingness 
to increasingly rely on digital tools to deliver 
their services, public administrations are also 
engaging in a deeper reflection on their adoption, 
putting the usability and accessibility of digital 
tools for citizens at the centre of their priorities.  
Each year, a variety of initiatives are implemented 
by countries in Europe to digitalise, and thus 
improve, their processes and services, whether in 
the form of strategies, action plans, soft policies, 
roadmaps, f rameworks, binding legislat ive 
proposals or amendments, which can sometimes 
result in new digital infrastructures. This first 
chapter of the State-of-play report draws a 
clear picture of the main trends identified from 
the political communications, legislations and 
infrastructures designed and implemented by 
European countries between 2021 and 2022. The 
results rely on data gathered through the most 
recent editions of the Digital Public Administration 
factsheets, i.e., 2021 and 2022. Our findings are 
the result of an in-depth analysis and clustering 
of more than 450 initiatives from 35 European 
countries3.

https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
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The first sub-section is meant to provide an 
overview of the latest political communications in 
the field of digital public administration adopted 
(or currently under discussion/revision) by the 35 
European countries under the scope of this study, 
in the course of 2021 and 2022. Our analysis, 
which encompasses the five abovementioned 
policy areas, has revealed that 204 political 
commun ica t ions  re la ted  to  d ig i ta l  pub l i c 
administration and introducing new commitments, 
or announcing the revision of existing ones, have 
been released over the considered timeframe4. 
Figure 1 hereafter displays the main digital policy 
areas on which the analysed countries have 
focused their political communications between 
2021 and 2022.

4 A table showing the number of political communications adopted per cluster and per country is available in Annex 1.

Most recent political communications supporting 
digital public administration throughout Europe  

Figure 1 Political Communications’ 
digital themes

11%
(23)

34%
(69)

24%
(50)

18%
(36)

13%
(26)

Source: analysis of the main political communications gathered 
from the 2021 and 2022 Digital Public Administration factsheets, 
performed by Wavestone.

Trust and security 
Digital sovreignty and interoperability 
Digital transformation of public administrations
Innovative technologies
Digital inclusion and digital goverment services



Between 2021 and 2022,  69 new pol i t ica l 
communications concerning the overarching topic 
of digital transformation of public administrations 
have been put forward by 30 European countries5. 
Most init iat ives highlight national digital or 
eGovernment plans and/or strategies, some 
of these being an intrinsic part of EU Member 
States’ National Recovery and Resilience 
plans submitted in 2021 under the European 
Commission’s NextGenerationEU. For instance, 
Portugal’s National Recovery and Resilience Plan 
adopted in July 2021 underlines the country’s 
ambition to accelerate the transition to a more 
digital public administration and society as 
a whole. In this regard, significant reforms and 
investments are planned in the following areas: 
empowerment and digital inclusion of people 
through education; training in digital skills and 
promotion of digital literacy; digital transformation 
of the business sector; and digitalisation of the 
State. Some countries have even taken a step 
further by introducing digital rights. As a matter 
of fact, in July 2021, Spain adopted the Digital 
Rights Charter which enshrines a set of principles 
and rights to guide future regulatory projects 
and the development of public policies in order 
to guarantee the protection of individual and 
collective rights in new digital scenarios. 

Harnessing digital transformation across 
European public administrations

Promoting and investing in innovative
technologies

Several countries are increasingly adopting 
political communications aimed at fostering the 
knowledge and use of innovative technologies in 
the public sector, thus highlighting the key role 
that these technologies are playing in all aspects 
of citizens’ and businesses’ lives. 
Overall, our analysis has uncovered 50 new 
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5 Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Estonia, Finland, France, Germany, Greece, Hungary, Iceland, 
Ireland, Italy, Latvia, Lithuania, Luxembourg, Malta, Montenegro, Norway, Poland, Portugal, Slovakia, Slovenia, Spain, Sweden, 
Switzerland, Turkey, and Ukraine.
6 Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, France, Greece, Iceland, Ireland, Italy, Latvia, Lithuania, 
Luxembourg, Montenegro, Poland, Portugal, Romania, Slovenia, Spain, Sweden, Turkey, and Ukraine.
7 Austria, Belgium, Bulgaria, Croatia, Cyprus, Czech Republic, Denmark, Finland, Ireland, Italy, Latvia, Luxembourg, Malta, Norway, 
Portugal, Slovakia, Slovenia, Spain, Switzerland, and Ukraine.

political communications on this matter in 24 
different European countries6 over the past 
two years. Among these, ini t iat ives related 
to art i f icial  intel l igence  and high-speed 
broadband connectivity appear to be key for 
countries’ digital development. For instance, 
Ireland published in July 2021 the AI – Here for 
Good: National Artificial Intelligence Strategy 
aimed at providing a high-level direction to the 
development, adoption, and implementation of 
AI in the country. Similarly, Lithuania released 
its National Broadband Plan in October 2021 
which determines the measures that the public 
administration should implement between 2021 
and 2027 in order to achieve the targets of at least 
100 Mbps speed broadband development and 
ensure possibility for all Lithuanian households to 
have access to the Internet at a speed of at least 
100 Mbps.

36 initiatives have been published by 20 different 
countries7 in Europe in the past two years with 
the objective of boosting digital inclusion and 
further developing digital government services. 
In this regard, Austria recently introduced its 
Digital Competence Framework which serves to 
classify and compare digital skills under six areas 
and eight competence levels as well as foresees 
the implementation of a certification system for 
digital skills. Other countries like Finland have 
opted for strategies that tackle inclusion by 
considering the impact that digital can have on 
sustainable growth and the environment, among 
others. In fact, the Finnish Sustainable Growth 
Programme and the Climate and Environment 
Strategy for the ICT Sector, both adopted in 2021, 
introduced instruments aimed at reducing the 
carbon and environmental footprint of the digital 
sector while also helping to reach the benefits of 
digitalisation.

Bolstering digital inclusion at all levels

https://recuperarportugal.gov.pt/?lang=en
https://www.lamoncloa.gob.es/lang/en/gobierno/news/Paginas/2021/20210713_rights-charter.aspx
https://www.lamoncloa.gob.es/lang/en/gobierno/news/Paginas/2021/20210713_rights-charter.aspx
https://www.gov.ie/en/publication/91f74-national-ai-strategy/
https://www.gov.ie/en/publication/91f74-national-ai-strategy/
https://www.fit4internet.at/view/verstehen-das-modell/&lang=ENhttp://
https://vm.fi/en/sustainable-growth-programme-for-finland
https://vm.fi/en/sustainable-growth-programme-for-finland
https://julkaisut.valtioneuvosto.fi/handle/10024/162912
https://julkaisut.valtioneuvosto.fi/handle/10024/162912


Ensuring trustworthy and verifiable digital 
government applications and services

Trust and security in the digital government 
sphere continue being important priorities for 
European countries in their digitalisation process. 
Overall, 26 init iatives have been introduced 
by 18 countr ies8 over the t imeframe under 
consideration. In December 2021, Denmark 
launched a new national strategy for cyber 
and information security for the period 2022-
2024 which will strengthen the national cyber 
and information securi ty of Danish society 
through 34 specific init iatives which include 
robust protection of key functions of society (16 
initiatives); increased level of competencies and 
management responsibilities (6 initiatives);  
strengthened publ ic-pr ivate cooperat ion (7 
initiatives); and active international engagement 
in the fight against the cyber threats (5 initiatives). 
Similarly, Montenegro’s Cyber Security Strategy 
2022-2026 highlights the country’s objective 
to create an environment in which cit izens, 
critical infrastructure operators, and the public 
administration are protected as much as possible 
from the negative impacts of cyber threats and 
crime through continuous education on safe use 
of information and communication technologies in 
everyday life and business.

11

8  Austria, Belgium, Croatia, Cyprus, Czech Republic, Denmark, Finland, Iceland, Ireland, Luxembourg, Malta, Montenegro, Norway, 
Slovakia, Slovenia, Sweden, Ukraine and Turkey.

A s  m e n t i o n e d  a b o v e ,  g o v e r n m e n t s  a r e 
increasingly focusing on the seamless and 
interoperable dimension of their digital capacities 
and infrastructures. In fact, in 2021 and 2022, 
23 in i t ia t ives have been introduced by 19 
countries9 across Europe, focused primarily 
on improving interoperability and open data 
standards. In 2021, the Netherlands published 
the Inter-Administrative Data Strategy which 
outl ines how the government should tackle 
social challenges using data in an effective and 
responsible way. The data strategy also contains 
initial suggestions for data system functions that 
should be available to all government bodies 
and elaborates on the need for orchestration 
of responsible data sharing. Moreover, Malta 
and Bulgar ia  are cur rent ly  updat ing the i r 
National Interoperability Framework in line with 
the standards of the European Interoperability 
Framework in order to modernise the public 
sector using the latest technology available. 
Malta’s National Interoperability Framework, 
adopted in 2021, uses the EIF interoperability 
principles and recommendations as a basis 
to direct national efforts towards a connected 
Government and public administrations through 
legal, organisational, semantic, and technical 
interoperability. Bulgaria started drafting a new 
National Interoperability Framework in 2022, 
aiming to facilitate public sector activities and 
increase public sector efficiency in the country 
by improving the quality of services provided to 
Bulgarian and EU citizens.

Deploying secure and interoperable digital 
capacities while preserving the integrity of data

9 Bulgaria, Czech Republic, Denmark, France, Germany, Hungary, Iceland, Italy, Latvia, Lithuania, Malta, the Netherlands, Norway, 
Poland, Portugal, Slovakia, Spain, Sweden, and Ukraine.

https://www.gov.me/dokumenta/0094a8e3-a436-49ba-833b-434b35f04cfe
https://www.gov.me/dokumenta/0094a8e3-a436-49ba-833b-434b35f04cfe
https://www.rijksoverheid.nl/documenten/rapporten/2021/10/31/nl-digitaal-interbestuurlijke-datastrategie-nederland
https://mita.gov.mt/wp-content/uploads/2021/03/NIF_framework.pdf
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Taking a closer look at the Berlin Declaration on Digital Society and 
Value-based Digital Government 

In December 2020, the 27 EU Member States also signed the Berlin 
Declaration on Digital Society and Value-based Digital Government, 
a political communication meant to reaffirm their commitment to 
fundamental rights and European values, as already stipulated in 
the 2017 Tallin Declaration on eGovernment. It is composed of 22 
Policy Actions, grouped into 7 key principles, to be implemented 
in Member States’ national frameworks by 2024. The Berlin 
Declaration emphasises the importance of digital public services in 
our everyday lives and upholds the role of public administrations in 
driving a value-based digital transformation of European societies. 
The European Commission was called upon to implement and 
monitor progress towards the above-mentioned Policy Actions 
stipulated in the Declaration. More information on the Berlin 
Declaration monitoring mechanism can be found below.

What is the Berlin Declaration monitoring mechanism?
By signing the Declaration in December 2020, each EU Member 
States agreed to implement the 22 Policy Actions mentioned 
above in their national frameworks by 2024. Thus, the European 
Commission and other EU institutions were tasked to monitor the 
progress made by the Member States in implementing said Policy 
Actions. This gave rise to the idea of developing and deploying a 
framework to monitor their implementation, whose key objective 
is to support the Member States in identifying the progress made 
over time in implementing the Berlin Declaration. In addition, by 
highlighting the measures taken by each Member State to reach the 
Policy Actions set out in the Berlin Declaration, this work also allows 
to identify good practices and lessons learned along the way. 

Want to learn more about the results of the Berlin Declaration 
monitoring mechanism? 
If you are interested to learn more about the methodology behind 
the deployment of this monitoring mechanism, as well as by a 
Member State’s level of implementation of the Berlin Declaration in 
2021, then do not think twice and visit the Joinup page to learn all 
about the Berlin Declaration monitoring mechanism and its related 
results, and read the recently published progress report.  

https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/berlin-declaration-monitoring-mechanism
https://joinup.ec.europa.eu/collection/interoperable-europe/news/first-report-berlin-declaration-out


Most recent legislative initiatives supporting 
digital public administration throughout Europe 
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The second section of the first chapter is focused 
on the analysis of the newest (spanning from 2021 
to 2022) legislative initiatives put in place by the  
35 analysed countries in Europe to regulate 
various aspects related to the digitalisation of 
public administration. According to our analysis, 
134 legislative initiatives have been or will be 
adopted between 2021 and the end of 2022. 
As for the political communications above, the 
legislations have been grouped into five clusters 
to highlight predominant digital themes10.
Figure 2 hereafter shows the main digital policy 
areas in which legislations were adopted or 
amended by the analysed countries between 
2021 and 2022.

10 A table showing the number of political communications adopted per cluster and per country is available in Annex 2.

Figure 2 Legislations’ digital themes

12%
(16)

32%
(43)

23%
(31)

18%
(24)

15%
(20)

Source: analysis of the main legislations gathered from the 2021 
and 2022 Digital Public Administration factsheets, performed by 
Wavestone.

Innovative technologies
Digital sovreignty and interoperability 
Digital transformation of public administrations
Trust and security 
Digital inclusion and digital goverment services 



In 2021 and 2022, 43 new legislat ions and 
amendments of exist ing laws or regulatory 
f rameworks target ing the d ig i ta l isat ion of 
public administrations have been adopted by 
23 European countries11. Among them, most 
legislative initiatives support the adoption of new 
regulations on eGovernance and eProcurement. 
A vast majority of legal init iat ives l inked to 
eGovernance  a re  a imed  a t  es tab l i sh ing 
o r  re in fo rc ing  a  lega l  f ramework  fo r  the 
development, testing and application of new 
electronic administrative processes, including 
the monitoring of automated decision-making 
processes. In Austria, the legal framework Digital 
Office was finalised in 2021, regulating new and 
selected inter-ministerial electronic administrative 
processes and services, while ensuring a broad 
stakeholder involvement. On eProcurement, 
new legislations and revisions are planned in 
the following areas: strengthening competition, 
i nc reas ing  the  f l ex ib i l i t y  o f  p rocurement 
processes, expanding the legal protection for 
contracting authorities and contracting entities, 
as well as defining the methods and processes 
of digitalisation regarding processes flows or 
data management. In Luxembourg, the Law 
of 13 December 2021, amending the Law of 
16 May 2019 on Electronic Invoicing in Public 
Procurement and Concession Contracts aimed 
at making electronic invoicing mandatory in B2G 
transactions, is under review to contribute to the 
reduction of the administrative burden on back 
offices, while digitalising the invoicing process. 
Another recurrent theme is the regulation of 
citizens’ access to public information, as well 
as of internal processes’ digitalisation aimed at 

Regulating the digitalisation of internal 
processes and resources of public 
administrations

14

11  Austria, Bulgaria, Czech Republic, Finland, France, Germany, Greece, Iceland, Italy, Latvia, Lithuania, Luxembourg, Montenegro, 
Netherlands, Norway, Poland, Portugal, Slovakia, Slovenia, Spain, Switzerland, Turkey and Ukraine.  
12 Austria, Belgium, Cyprus, Denmark, Italy, Latvia, Lithuania, Poland, Portugal, Slovakia, Slovenia, Spain, Switzerland, Turkey and 
Ukraine. 
13 The eIDAS Regulation ensures that people and businesses can use their own national electronic identification schemes (eIDs) to 
access public services available online in other EU countries. It also creates a European internal market for trust services by ensuring 
that they will work across borders and have the same legal status as their traditional paper based equivalents.
14 The EU Digital ID Wallet will allow EU citizens to opt into a unified digital identification system, enabling them to securely share 
personal information in a range of scenarios, from accessing healthcare to hiring a car or renting a property.

A total of 15 countries in Europe12 have introduced 
new regulations on trust and security, which are 
mostly related to eID and cybersecurity. Indeed, 
among the legislations analysed for this report, 
31 out of a 134 were focused on these themes. 
Regarding eID, countries in Europe are adopting 
initiatives meant to define their governments’ 
provision on electronic means of identification to 
their citizens, so as to integrate the Regulation 
(EU) N° 910/2014 on Electronic Identification 
and Trust Services for Electronic Transactions in 
the Internal Market (eIDAS Regulation)13 within 
their national regulations and introduce their 
national eID scheme, as well as to prepare the 
future implementation of the Digital Identity 
Wallet14 concept as proposed by the European 
Commission in June 2021. In Switzerland, the eID 
Act voted on 7 March 2021 regulates how citizens 
can be uniquely identified on the internet by their 
eID, so that they can order goods or services 
online more easily and securely. The other major 
theme identified in our analysis is cybersecurity. 
Several EU countries, such as Lithuania, Italy, 
and Slovenia, are introducing laws on the role 
and functions of their new national cybersecurity 
authorit ies while others are amending their 
Cybersecurity Acts or adopting provisions on 
the institutional security of their governments’ 
systems of information.

Establishing trust and security within the 
digital public sphere 

fostering administrative simplification. In Norway, 
the Public Administration Act and the Archival Act 
are being revised in 2022 to consider the further 
digitalisation of public administration, and more 
specifically the digitalisation of internal processes 
and the use of eArchiving.

https://legilux.public.lu/eli/etat/leg/loi/2021/12/13/a869/johttp://
https://legilux.public.lu/eli/etat/leg/loi/2021/12/13/a869/johttp://
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2014.257.01.0073.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2014.257.01.0073.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2014.257.01.0073.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2014.257.01.0073.01.ENG
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2663
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_2663
https://www.admin.ch/gov/en/start/documentation/votes/20210307/federal-act-on-electronic-identification-services.html
https://www.admin.ch/gov/en/start/documentation/votes/20210307/federal-act-on-electronic-identification-services.html
https://www.sdir.no/contentassets/83952ba07df145b18d035886ddd28bf0/public-administration-act.pdf?t=1617205607503
https://lovdata.no/dokument/NL/lov/1992-12-04-126


According to our analysis, 24 legislations related to 
digital inclusion and the provision of digital public 
services have been adopted by 13 European 
countries15 between 2021 and 2022. Indeed, the 
COVID-19 crisis has underlined the importance 
for citizens to be able to rely on effective digital 
public services, which can explain the large 
number of new legislations aimed at defining 
new standards for the creation and adoption of 
these services. In April 2021, Croatia adopted the 
Conclusion on the Standard for the Development 
of Public eServices in the Republic of Croatia. The 
legal standard sets out activities and measures to 
ensure uniformity of eServices and a minimum 
level of quality and accessibility. Digital inclusion, 
as well as the notion of accessibility, are central 
elements of various legislative measures adopted 
by countries in Europe in 2021 and 2022. While 
digital public services need to be accessible for 
all citizens, including for more vulnerable groups, 
such as the elderly and people with disabilities, 
digital inclusion is also supported through the 
adoption of rules promoting digital skills for all. 
In Slovenia for example, the Promoting Digital 
Inclusion Act, which was voted in February 2022, 
aims to raise awareness on the benefits of using 
digital tools, as well as to promote interest in the 
field of digital technologies to increase the level 
of basic digital competences in the population, as 
well as entrepreneurship in digital.  
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Defining standards for digital public services 
and encouraging digital inclusion

Between 2021 and 2022, 20 legislative initiatives 
regulating the use of innovative technologies 
wi th in the publ ic  sector  and beyond have 
been drafted or adopted by 14 countries16 in 
Europe. Three technologies are particularly 
targeted: artificial intelligence (AI), distributed 
ledger technology (DLT, including blockchain) 
and Internet of Things (IoT). In addition, Turkey, 

Overseeing the use of innovative technologies 

Finally, many countries in Europe have drafted 
or adopted regulations covering various aspects 
of the use of open data and the reuse of data 
by public administrations, as well as enforced 
the Once-Only principle and interoperability 
guidelines for information systems and registries. 
Throughout 2021 and 2022, 16 legislat ives 
initiatives in this field have been implemented by 
13 European countries17. In 2021, Italy adopted 
two acts enforcing a set of guidelines promoting 
interoperability: the Technology Guidelines and 
Standards for the Security of Interoperability 
t h rough  AP I  and  t he  Gu i de l i nes  on  t he 
Technological Infrastructure for the National 
Digital Data Platform for the Interoperability of 
Information Systems and Registries. This last 
Act will provide a technical and organisational 
framework, compatible with the national one, 
that will support a streamlined mechanism for 
consuming information between Italian Agencies 
with the goal of providing interoperable digital 
public services. 10 European countries transposed 
or amended existing laws to harmonise their 
domestic legislation with the Open Data Directive 
(2019/1024) on open data and the re-use of 
public sector information. While transposing this 
directive into its national legislation in July 2021, 
Finland also adopted two new acts on the reuse 
of information: one on the Reuse of Research 
Data (713/2021) and one on the Reuse of Data 
Held by Publicly Owned Companies (712/2021).

Enhancing open data, digital sovereignty, 
and interoperability

Cyprus, and Ukraine have also adopted specific 
regulations on virtual/crypto assets. In September 
2021, Ukraine passed the Law on Virtual Assets, 
a bill providing for a comprehensive settlement 
of legal relations arising from the circulation of 
virtual assets in the country, defining the rights 
and obligations of participants in the virtual 
assets market and the principles of the state 
vision on the matter.

15 Austria, Croatia, Czech Republic, Estonia, Greece, Norway, Poland, Portugal, Slovenia, Spain, Sweden, Switzerland and Ukraine. 
16 Cyprus, Czech Republic, Finland, Hungary, Germany, Lithuania, Luxembourg, Malta, Netherlands, Portugal, Spain, Switzerland, Turkey 
and Ukraine.   
17 Austria, Croatia, Cyprus, Denmark, Finland, Germany, Italy, Latvia, Luxembourg, Malta, Poland, Romania and Sweden. 

https://rdd.gov.hr/UserDocsImages/SDURDD-dokumenti/54%20-%207a_Prijedlog%20standarda%20razvoja%20javnih%20e-Usluga%20u%20Republici%20Hrvatskoj.pdf
https://www.uradni-list.si/_pdf/2022/Ur/u2022035.pdf
https://www.uradni-list.si/_pdf/2022/Ur/u2022035.pdf
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123008_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123008_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123008_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123064_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123064_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123064_725_1.html
https://trasparenza.agid.gov.it/archivio28_provvedimenti-amministrativi_0_123064_725_1.html
https://finlex.fi/fi/laki/alkup/2021/20210713#:~:text=Tutkimusaineistojen%2520uudelleenk%25C3%25A4ytt%25C3%25B6,Tutkimusaineistojen%2520k%25C3%25A4yt%25C3%25B6n%2520on%2520oltava%2520maksutonta.
https://finlex.fi/fi/laki/alkup/2021/20210713#:~:text=Tutkimusaineistojen%2520uudelleenk%25C3%25A4ytt%25C3%25B6,Tutkimusaineistojen%2520k%25C3%25A4yt%25C3%25B6n%2520on%2520oltava%2520maksutonta.
https://finlex.fi/fi/laki/alkup/2021/20210712
https://finlex.fi/fi/laki/alkup/2021/20210712
https://www.rada.gov.ua/news/Novyny/213503.html


Most recent digital infrastructures put in place to 
support digital public administration throughout Europe 
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The last subsection of this chapter provides 
an overview of the public digital infrastructures 
identif ied across Europe between 2021 and 
2022 and how these are clustered according to 
the above-mentioned taxonomy. Our analysis 
revealed that a total of 127 initiatives related 
to the development or deployment of digital 
infrastructures have been or will be adopted in 
2021 and 202218. 
Figure 3 represents the main policy areas on 
which the analysed countries have focused on 
to either modify, expand or create their digital 
infrastructures between 2021 and 2022. 

18 A table showing the number of infrastructures adopted per cluster and per country is available in Annex 3.

Figure 3 Infrastructures’ digital themes
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Source: analysis of the main infrastructures gathered from the 2021 
and 2022 Digital Public Administration factsheets, performed by 
Wavestone.
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The digitalisation of administrations requires 
efficient IT systems, which allow the automation 
of administrative tasks, speed up bureaucratic 
procedures and reduce the average response 
rate to citizens’ requests. In fact, 30 initiatives 
introducing new unified information systems, 
software and hardware have been put in place 
by 14 countries20 in Europe in 2021 and 2022. 
The objectives of these improvements to state 
IT systems are diverse: integration of electronic 
payments  modules  in to  cent ra l  and loca l 
administrations, new management systems for 
official documents, improvements on official 
websites and portals (regarding citizens’ access 
to information or user-fr iendliness) and the 
implementation of server equipment, among 
others. In 2022, 79 Turkish municipalities were 
integrated into the ePayment infrastructure of 
the national eGovernment Gateway, providing 
an  in f ras t ruc tu re  fo r  e lec t ron ic  payment 
transactions for all public administrations in 
Turkey. All payment transactions should get 
collected through this infrastructure by 2023. In 
Greece, the Central Electronic Document Routing 
System (CEDRS), which was implemented by 
the Ministry of Digital Governance in 2022, 
provides a secure central infrastructure for the 
exchange of electronic documents between 
public organisations. 4 countries in Europe 
have introduced new eProcurement solutions, 
introducing new computerised processes and 
electronic transactions in public procurement. 
Montenegro set up a new electronic system in 
2021 allowing an efficient public procurement in 
the country, complemented by a legal solution 
introducing the concept of eProcurement.
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Between 2021 and 2022, 44 initiatives were 
introduced in 20 European countries19 to create 
or develop infrastructures supporting digital 
inclusion or bettering the delivery of eServices. 
Over these two years, countries in Europe have 
developed portals for the delivery of eServices as 
One-Stop-Shops and added new functionalities 
to existing infrastructures such as eIdentification 
or electronic payments. When it comes to digital 
public services, improving the user experience 
and accessibility appears as a priority, as well 
as improving the clarity, simplicity and usability 
of interfaces. Driven by the COVID-19 crisis, 
many health-related applications and websites 
have been created to manage vaccinations and 
digital certificates. In France and Croatia, new 
medical data spaces for citizens are also being 
set up. Since January 2022, every French citizen 
has a personal digital health space called Mon 
Espace Santé, which provides a direct access 
to their personal secured health data storage 
space, a secured messaging system with health 
professionals, a medical calendar to manage 
medical appointments, as well as a health app 
store providing a selection of useful health apps. 
In addition to health, new infrastructures related to 
education and eDemocracy are enhancing digital 
inclusion and facilitating citizens’ interactions with 
public authorities. Cyprus developed in 2022 an 
eConsultation Portal as a single space where 
all public consultations will be published. The 
platform will enable citizens to submit comments 
or suggestions to all open public consultations, 
follow certain consultations in real time, receive 
notifications and access all comments submitted 
by citizens/organisations as well as the public 
bodies’ responses to them. 

Digitalising public administrations 
through better IT systems

Broadening the catalogue of eServices and 
improving their accessibility and usability

19 Belgium, Croatia, Cyprus, Czech Republic, Denmark, France, Greece, Ireland, Italy, Liechtenstein, Luxembourg, Montenegro, 
Norway, Poland, Romania, Slovenia, Spain, Sweden, Switzerland and Ukraine. 
20 Bulgaria, Croatia, Cyprus, Denmark, Finland, Greece, Ireland, Latvia, Luxembourg, Montenegro, Portugal, Sweden, Turkey and 
Ukraine. 

https://register.mindigital-shde.gr/login
https://register.mindigital-shde.gr/login
https://cejn.gov.me/tenders
https://esante.gouv.fr/strategie-nationale/mon-espace-sante
https://esante.gouv.fr/strategie-nationale/mon-espace-sante


Our analysis showed that 16 countries22 in Europe 
have adopted a total of 20 initiatives related 
to the establishment of new trust and security 
infrastructures. Most of these infrastructures 
are linked to electronic identification or eID, 
ranging from a new eIDAS compatible version 
of the national Identity Card or passport and 
the construct ion of  an eIDAS node, to the 
development of a mobile app for eSignature 
creating secure points of access for electronic 
eGovernment services. Bulgaria has started the 
development of a new mobile app for eID, named 
BGID, that should be available by summer 2022 
for both Android and IOS. The objective of BGID 
is to solve the existing problem stemming from 
the lack of widely spread, accessible, secure, 
reliable, easy-to-use and free-of-charge means 
of electronic identification in the country, making 
it conveniently available for all through a mobile 
device. 
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Through 2021 and 2022, 14 countries21 in Europe 
have invested in projects around the adoption of 
innovative technologies in public administrations, 
as well as advanced research and development 
within the public sector. Following the analysis 
of the 22 identified initiatives in this regard, three 
types of technologies appear to be standing out: 
artificial intelligence (AI), Distributed Ledger 
Technology (DLT)/blockchain and quantum/
supercomputers. On AI specifically, a wide 
variety of infrastructures are being created to 
support the delivery of digital public services: such 
as AI-assisted voice generator services (text-to-
speech), AI-assisted voice description services 
(speech-to-text) and AI-assisted communication 
assistants, among others. In Slovenia, the 
Semantic Text Analyser, relying on AI, will be 
used for preparing and updating vocabularies and 
to improve fast reading of government (and other) 
documents by the end of 2022.

Providing secure electronic means of 
identification to citizens 

Modernising public administrations’ capacities 
through innovative technologies

21 Austria, Croatia, Finland, France, Germany, Hungary, Italy, Lithuania, Romania, Slovakia, Slovenia, Sweden, Switzerland and 
Ukraine.
22 Austria, Bulgaria, Croatia, Cyprus, Denmark, Finland, Greece, Latvia, Luxembourg, Norway, Romania, Slovakia, Slovenia, 
Sweden, Switzerland and Turkey.

Finally, interoperability and digital sovereignty, 
and by definition data sovereignty, appear as 
important priorities for many countries in Europe. 
A total of 11 initiatives, put in place between 
2021 and 2022, are meant to increase the 
use of interoperability and open data within 8 
European countries’23 public administrations, so 
as to improve the exchange of information and 
the delivery of cross-border digital services. 
During these two years,  several  European 
countries have also put in place interoperability 
portals aimed at increasing the overall level and 
maturity of interoperability at national level and 
promote it through the publication of standards 
and guidelines on interoperability. In February 
2021, the Chancellery of the Prime Minister of 
Poland launched a new Interoperability and State 
Information Architecture Portal, whose purpose 
is to increase the degree of regional, national 
and transnational interoperability and widespread 
use of the State Information Architecture, which 
contains principles, standards, models and 
management processes, as well as elements 
necessary to implement the digital vision of the 
State, covering legal, organisational, semantic 
and technical layers. Romania also launched 
its National System of Interoperability (SNI) in 
November 2021, which is meant to interconnect 
local and central government IT systems, as well 
as the data associated with those systems, so that 
data can be shared between parties, regardless 
of the technology used to build the systems and 
regardless of the type of data. Another example 
of this type of initiatives is the creation or revision 
of national metadata or open data portals 
with the objective to make information that is 
generated and collected by public sector entities 
available and reusable, in addition to becoming 
fully compatible with the European Data Portal. 
This will increase citizens access to information 
and eDemocracy, as well as interoperability, 
both at the national and European level. In 2022, 
Denmark will launch a new central data portal that 
will harvest metadata from decentralised data 
catalogues of Danish administrations.

Interconnecting infrastructures and 
countries to develop interoperability 
and cross-border digital services

23 Croatia, Cyprus, Denmark, Hungary, Poland, Romania, Slovenia and Sweden. 

https://nio.gov.si/nio/asset/semanticni+analizator+besedil?lang=en
https://www.gov.pl/web/cyfryzacja/architektura-informacyjna-panstwa
https://cetatean.gov.ro/


Harmonising intentions and actions 

A comparative analysis with the findings of the ‘Digital path to 
recovery and resilience in the European Union’ report 
Interoperable Europe, through the National Interoperabil i ty 
Framework Observatory (NIFO), published the ‘Digital path to 
recovery and resilience in the European Union’ report in March 
2022, analysing Member States’ Recovery and Resilience Plans, 
published in the context of the Recovery and Resilience Facility 
(RRF), by identifying and assessing the importance of digital 
initiatives within the Plans. To do so, a screening of the national 
Plans was performed, in order to identify and provide an overview 
of the main investments, and when available, of the overarching 
reforms, that the Member States will undertake with regard to digital 
transformation until 2026. While analysing the specificities of each 
Member State’s Plan, the goal of the report was also to identify and 
highlight the main upcoming trends in the digital sphere.

The data analysis showcased that many Member States are planning 
to heavily invest in the development and deployment of high-speed 
networks with the goal of bridging the digital divide, as well as in the 
delivery of digital public services and the digitalisation of their public 
administrations through the simplification of internal administrative 
processes and procedures, the promotion of interoperability and 
the Once-Only principle, among others. Boosted by the COVID-19 
pandemic, the digitalisation of businesses also appears as an 
evident investment priority when analysing the National Recovery 
and Resilience Plans. Finally, to increase the Union’s resilience and 
its competitiveness at global level, Member States are also heavily 
investing in the deployment of advanced digital technologies, 
particularly in the fields of artificial intelligence, cybersecurity and 
blockchain.

The main findings of this report resonate with the analysis of the 
Digital Public Administration factsheets of 2021 and 2022 presented 
above. In fact, these strong similitudes demonstrate that, although 
they have until 2026, the European countries have already started 
to effectively invest and work towards the goals they set in their 
respective National Recovery and Resilience Plans.  
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https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/digital-path-recovery-and-resilience-european-union
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/digital-path-recovery-and-resilience-european-union
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/digital-path-recovery-and-resilience-european-union
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/digital-path-recovery-and-resilience-european-union


Research Fe l low in  the Globa l  Governance, 
Regulation, Innovation, and Digital Economy (GRID) 
unit at the Centre for European Policy Studies 
(CEPS)

Interview with Nadia Iacob 
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In the last years, the focus has shifted from eGovernment to the concept of ‘digital government’. This 
shift also changes the main perspective of how public administrations use ICT tools to deliver public 
services: the focus is no longer on inputs but on outputs.  In this transition, the adoption of ICT tools is 
no longer the goal in itself for public administrations. With a greater focus on outputs, the emphasis is 
now on using the available tools (especially ICT-enabled) to achieve better results (and thus outcomes). 
The aim of this shift is to deliver the best possible results to all citizens through better, more effective, 
and more efficient public services. The purpose of using ICT is not just to tick a box, but to think about 
how we can improve service delivery and the experience of citizens using public services.

How would you define the concept of ‘digital government’?

In your view, how is the role and definition of digital government going to change in 
the coming years, also in light of the COVID-19 pandemic recovery and the subsequent 
further boost to digital transformation?

Public administrations have the tools they need and a vision of where they want to go to improve the 
delivery of digital public services. The definition of “digital government” is unlikely to change per se. 
However, there is a growing awareness among all stakeholders, as evidenced by the adoption of the 
Berlin Declaration on the Digital Society and Values-based Digital Government, or the growing interest 
in interoperability. In the past, the follow-up to such political commitments was not always visible and 
concrete measures were lacking. However, since the beginning of the COVID-19 pandemic, citizens 
have become more demanding as they have also become increasingly aware of the importance of 
digital services in their daily lives. At the EU policy level, the outbreak of the COVID-19 pandemic 
has inadvertently provided an additional reason to accelerate the implementation of the policies laid 
out in the Data Strategy, published by the Commission just before the spread of COVID-19. The crisis 
underlined the importance of Member States working together within the EU on healthcare, sharing 
health data on an ongoing basis and creating national and cross-border digital solutions.

https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://digital-strategy.ec.europa.eu/en/policies/strategy-data
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24 In this context, an intermediary is an organisation collecting data, that can make the link between those who are or wish to make their data 
available (consumers), and those who seek to leverage that data (public administrations).
25 Such as connected watches and glasses. 
26 Data gathered in the medical environment, e.g. by general practitioners and at the hospital.
27 The EU Digital ID Wallet will allow EU citizens to opt into a unified digital identification system, enabling them to securely share personal 
information in a range of scenarios, from accessing healthcare to hiring a car or renting a property.
28 This refers to the creation of an EU data infrastructure with tailored governance mechanisms that will enable secure and cross-border 
access to key datasets in targeted thematic areas that will be accessible to businesses and the public sector across the EU. More 
information on: https://ec.europa.eu/newsroom/repository/document/2021-46/C_2021_7914_1_EN_annexe_acte_autonome_cp_
part1_v3_x3qnsqH6g4B4JabSGBy9UatCRc8_81099.pdf. 

One important element that could support European public administrations regarding eHealth is 
the clear recognition of the role of intermediaries24 in the management of health data. Different 
health-related data might be collected, for example, by using wearable devices25 or applications on 
smartphones. At one point in the future, the increasing quantity of data might become hard to manage 
for a citizen. Therefore, the support of intermediaries would be essential to manage this data collected 
at the individual level, to analyse it and to link it to data contained in the ‘classical’ public electronic 
health records26. While the role of intermediaries is mentioned in the Data Act established by the 
European Commission, a clearer framework on the topic – specific to the sector – might be needed. At 
the same time, the purpose would be to allow the holder of the digital wallet27 to decide what to do with 
their data or with whom to share it. 
Involving intermediaries in the process of gathering health data could also facilitate interactions with 
citizens and allow them to link data with research. For instance, in the case of clinical trials, data could 
be exchanged or shared between different trials and then made available on the basis of the consent of 
the data subject to different research projects. In this context, the private sector will lead the initiative 
under a determined set of rules (e.g., data privacy and strict use of data) in close collaboration with 
the public sector. 

In your opinion, how can emerging technologies improve and further support European 
public administrations in their adoption of eHealth initiatives?

What are, in your opinion, the main interoperability barriers that could hinder the 
deployment of data sharing in areas including healthcare and the public sector in general, 
in the Member States? Would you have any recommendations on how to overcome 
these barriers and ensure further and better interoperability?  

Three main interoperability barriers can be identified in healthcare: the fragmentation of approaches 
to interoperability in the EU, the lack of digitalisation in Members States, and the limitation of 
financial resources. 
For a country, the limitation of resources can have a big impact on its level of digitalisation, as well 
as its capacity to invest heavily on digital tools or the digitalisation of existing processes in the public 
sector. Often, the priority of Member States with less resources is more focused on getting better 
medicines and medical equipment, than to invest in the digitalisation of their health. It is therefore 
essential to restate why digitalisation is necessary in this field and what benefits it can bring in the long 
term. This issue could also be reduced through a better allocation of financial and material resources.  
The recommendation to overcome interoperability barriers is to improve the cooperation at the EU 
level in the field and to increase awareness on the importance of health digitalisation. In addition, the 
development of common and/or interoperable European/cross-border infrastructures is essential. The 
common approach to follow should become clearer with the introduction of the European Data space28.  



CHAPTER 22
Latest developments 
in interoperability 
in Europe



The objective of this chapter is to present the 
progress made in the past three years by the 35 
European countries included in the sample of 
this study (henceforth referred to as “European 
countr ies”)  in  implement ing the European 
Interoperability Framework (EIF). In particular, 
this chapter briefly introduces the EIF monitoring 
mechanism for the Member States and provides 
an overview of the evolution of the interoperability 
landscape over the last year. Additionally, it offers 
an overview of the tools made available by the 
EC to support European countries in assessing 
their level of interoperability, before investigating 
their performance in 2021 compared with the 
ones in 2020 and 2019 to identify potential trends 
across Europe and draw conclusions. Finally, 
this chapter highlights the good practices of two 
European countries, France and Italy, as well as 
of the World Bank, in the field of interoperability 
governance. 
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This section provides a description of the activities 
of the EIF and its monitoring mechanism. It also 
shows a high-level overview of the evolution of 
the implementation of the EIF recommendations 
over the last year, in particular how the EU is 
supporting European countries in assessing their 
level of interoperability.

Context and background of 
the EIF and its monitoring 
mechanism for Member States  

Latest developments in interoperability in Europe2

https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/european-interoperability-framework
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/european-interoperability-framework
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29 More information on the EIF monitoring mechanism is available here. 

Introduction to the EIF and its monitoring mechanism

In March 2017, a revised EIF was adopted and part 
of the European Commission’s Communication 
on Interoperability. This revised version of the 
EIF was accompanied by the Interoperability 
Action Plan (IAP) supporting its implementation. 
The EIF is designed as a generic and non-binding 
framework applicable to all public administrations 
in the EU. Its objective is to spur and guide 
European public administrations in their efforts 
to design and deliver seamless European public 
services through 47 recommendations, organised 
in three pillars:
 The 12 interoperability principles, which 
are fundamental behavioural aspects aimed at 
guiding European policymakers in their pursuit of 
interoperability.
 The 4+2 layers of interoperability, which 
present the different aspects of interoperability 
that should be addressed in the design of 
European public services and are considered an 
integral element of the interoperability-by-design 
paradigm.
 The conceptual model, which is aligned 
with the interoperability principles and is meant 
to set a common standard and approach to the 
design and delivery of integrated public services. 
This model is modular and comprises loosely 
coupled service components interconnected 
through shared infrastructure.
The monitoring, evaluation and reporting of the 
implementation of the 47 recommendations of 
the EIF are ensured by an integrated framework 

created by the European Commission: the EIF 
Monitoring Mechanism. This mechanism was 
developed and is maintained within the remit of the 
National Interoperability Framework Observatory 
(NIFO) action, which is part of Interoperable 
Europe, the successor of the ISA² programme.
This mechanism provides each European country 
with its level of implementation of the EIF based 
on a recommendat ion-by-recommendat ion 
basis. The resulting level of implementation 
is derived from the aggregation of the data of 
one or more key performance indicators (KPIs). 
This data helps European countries identify 
the areas in which their performance could be 
improved, as well as the areas in which they are 
performing well, with the results at the EU level as 
a benchmark. The results obtained for each of the 
47 recommendations are then clustered under 
three scoreboards, based on the three above-
mentioned pillars, namely the interoperability 
principles, the interoperability layers and the EIF 
conceptual model for integrated public services 
provision. The scoring mechanism is based on 
a scale from 1 to 4, the latter being the highest 
score29.
This assessment relies on a data collection 
exercise which depends, on the one hand, on 
primary indicators, collected through an online 
survey disseminated to national contact points 
and, on the other hand, on secondary indicators, 
collected from external data sources, such as the 
Open Data Portal, Digital Economy and Society 
Index (DESI) and other EU initiatives.

https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/eif-monitoring
https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_1&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_1&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_2&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_2&format=PDF
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/eif-monitoring
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/eif-monitoring
https://ec.europa.eu/isa2/actions/fostering-national-interoperability-frameworks-across-europe_en/
https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1449478436536&uri=CELEX:32015D2240
https://data.europa.eu/en
https://digital-strategy.ec.europa.eu/en/policies/desi
https://digital-strategy.ec.europa.eu/en/policies/desi
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A major development that took place over the 
past year and which impacts the interoperability 
landscape is the evolution of the ISA² Programme 
into Interoperable Europe, as briefly mentioned 
in the previous section. The ISA² programme ran 
until 31 December 2020 and was officially closed 
with a conference in April 2021. Its mission is thus 
expanded by Interoperable Europe, the European 
Commission’s new initiative for a reinforced 
interoperability policy in the public sector. It is 
aimed to support European public administrations 
in their digital transformation and will lead the 
progress towards the following goals: unlock the 
potential of data use and reuse for improved public 
services, enable cross-border collaboration, and 
bolster the sector-specific policy goals set by the 
European Commission for the future.
In November 2021 was also published the Study 
supporting the evaluation of the implementation 
of the EIF, whose objective was to assess the 
achievements and shortcomings of the current 
EIF framework and to present the lessons learnt, 
considering five evaluation criteria: effectiveness, 
eff iciency, coherence, EU added value and 
relevance. 
Its findings show that the actual results of the EIF 
only partially achieved its expected outcomes 
and impacts. In particular, while the high-level 

guidance provided by the EIF has supported 
the development of interoperable digital public 
services, national policies and national strategies 
for interoperability in the European countries, 
there is a gap between these guiding principles 
and the practical implementation within the 
Member States, especially at the regional and 
local level. The study notably concludes that 
improvements, such as clearer and more practical 
set of guidelines, are necessary to achieve broader 
impacts and to support European countries in 
developing public services that are interoperable, 
user-centric and widely available in the EU.
Additionally, the Commission adopted in February 
2022 a new EU Strategy on Standardisation 
a i m i n g  t o  s t r e n g t h e n  t h e  E U ’ s  g l o b a l 
competitiveness, to enable a resilient, green 
and digital economy and to preserve democratic 
values around new technologies. This strategy 
underlines the importance of standards to further 
support European competitiveness by ensuring 
the interoperability of products, services and 
data, reduce costs, improve safety and foster 
innovation.

The evolution of the interoperability landscape over the past year

https://op.europa.eu/en/publication-detail/-/publication/29d694d4-4696-11ec-89db-01aa75ed71a1/language-en/format-PDF/source-244162647
https://ec.europa.eu/docsroom/documents/48598/attachments/2/translations/en/renditions/native
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30 The State of Play Reports from previous years are available here for the 2019 edition, and here for the 2020 edition.

The above-mentioned launch of the European 
Commission’s Interoperable Europe initiative will 
be the main driver of the digital transformation 
of European public administrations and aims at 
creating a reinforced interoperability policy that 
will suit every European country. It is supported 
by the Digital Europe Programme, the European 
Commission’s funding programme (with an overall 
budget of €7.5 billion) designed to provide strategic 
funding to support projects in the following five 
key capacity areas: supercomputing, artificial 
intelligence, cybersecurity, advanced digital skills, 
and ensuring a wide use of digital technologies 
across the economy and society, through Digital 
Innovation Hubs.
The third edition of the EIF monitoring mechanism 
falls within the Interoperable Europe’s ambition 
of continuously fostering interoperability and 
supporting the European countries in identifying 
potential challenges and areas for improvement 
on the topic. Particularly, the re-designed EIF 
monitoring mechanism dashboards represent 
a key tool to provide an overview of the status 
and level of implementation of the EIF within 
all  the European countries under its scope. 
The interact ive dashboards showcase the 
performance of the countries at different levels 
of granularity: EIF Pillars, EIF Recommendations 
and KPIs. 
Closely linked to the EIF monitoring mechanism 
dashboards stands the EIF Toolbox, an interactive 
portal meant to provide guidance and support 
to the national public administrations in the 

implementation of the EIF recommendations. To 
do so, the Toolbox contains information on the 
theoretical background of the EIF framework (the 
so-called EIF Pillars) and provides access to 
information on reusable solutions or components 
to tackle specific aspects of interoperabil ity 
when designing new public services or updating 
existing ones. The Toolbox is progressively being 
reshaped according to European countries’ needs. 
One of the latest added features is the possibility 
for European public administrations to submit 
their good practices and concrete examples of 
the implementation of the EIF recommendations 
that can serve as inspiration to other countries.  
The Toolbox also provides, at Pillars level and for 
each recommendation, an overview of the legal 
initiatives, countries good practices and reusable 
solutions to better implement the concerned 
recommendation.       
Beside the EIF monitor ing mechanism and 
related State of Play Reports30 and Digital Public 
Administration Factsheets, there are other useful 
supporting tools aimed at helping European 
countr ies to gain intel l igence on their  and 
other Member States’ interoperability efforts 
and advances over the years, such as DESI, 
EU Open Data Portal, and the eGovernment 
Benchmark. Similarly, to the EIF monitoring 
mechanism, these other assessment frameworks 
also provide dashboards to visualise their results 
and analytical reports.

The EU’s support to European countries in assessing their level 
of interoperability

https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/state-play-report-2020-now-live
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/state-play-report-2021-now-live
https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://digital-strategy.ec.europa.eu/en/activities/digital-programme
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/eif-monitoring
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/eif-monitoring
https://joinup.ec.europa.eu/collection/national-interoperability-framework-observatory/eif-toolbox
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/solution/eif-toolbox/contribute-eif-toolbox
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/digital-public-administration-factsheets
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/digital-public-administration-factsheets
https://digital-strategy.ec.europa.eu/en/policies/desi
https://data.europa.eu/en
https://digital-strategy.ec.europa.eu/en/library/egovernment-benchmark-2020-egovernment-works-people
https://digital-strategy.ec.europa.eu/en/library/egovernment-benchmark-2020-egovernment-works-people


27

This section provides a global overview of the 
European countries’ performance in 2021 for each 
pillar of the EIF. Additionally, this section analyses 
the results of the EIF monitoring mechanism 
of 2021 and compares them with the results of 
2020 and 2019 to identify trends, commonalities, 

Overview of the performance of European countries in the field of 
interoperability

The implementation of the interoperability principles in Europe

Figure 4 European 2021 results of the implementation 
of the interoperability principles

Figure 4 presents the 2021 results of the implementation of the interoperability principles at the EU 
level.

Source: analysis performed by Wavestone, 2022

disparities and draw conclusions. In particular, the 
assessment of the European countries’ progress 
throughout the years is focusing on the evolution 
of the number of countries obtaining the maximum 
score, per scoreboard, between 2019 and 2021. 
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Figure 5 Number of European countries obtaining the 
maximum score, for the first scoreboard (interoperability 

principles), between 2019 and 2021

Source: analysis performed by Wavestone, 2022

When focusing on the evolution of the number 
of European countries obtaining the maximum 
score, for the first scoreboard, between 2019 
and 2021, as shown in Figure 5, the results are 
positive, and some net progress has been made 
since 2019. These positive progress concern 
more particularly the Interoperability Principles on 
the Assessment of Effectiveness and Efficiency 
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(Principle 12) and on Increasing reusability of 
data and solutions (Principle 4). Some areas for 
improvement can still be made for some European 
countries notably in the Interoperability Principles 
on Subsidiarity and Proportionality (Principle 1) 
and Openness (Principle 2), where European 
countries are improving at a slower pace. These 
results are detailed hereafter.

For the first pillar of the EIF, the overall results 
for 2021, both at EU and at country level, show 
that there are potential areas for improvement 
rega rd ing  the  i n te rope rab i l i t y  p r i nc ip les 
of subsidiarity and proportionality (Principle 

1), inclusion and accessibil i ty (Principle 7), 
multilingualism (Principle 9) and assessment of 
effectiveness and efficiency (Principle 12). These 
results are the same as for the two previous 
editions of the EIF monitoring mechanism.
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Continuing to better assess effectiveness 
and efficiency (Principle 12)

Principle 12 assesses the extent to which nine 
key elements, i.e., return on investments, total 
cost of ownership, reusabi l i ty, adaptabi l i ty, 
risks, administrative burden, simplification of 
administrative processes, user satisfaction and 
user-centricity, are taken into account in the 
evaluation of the effectiveness and efficiency of a 
European public service. 
T h e  p r i n c i p l e  i s  e v a l u a t e d  t h r o u g h 
Recommendation 19 which states that European 
public administrat ions should “evaluate the 
e f fec t i veness  and  e f f i c iency  o f  d i f f e ren t 
interoperabi l i ty solut ions and technological 
options considering user needs, proportionality 
and balance between costs and benefits”. 
When looking at the evolution of the number 
of countries that obtained the maximum score 
throughout the three years of monitoring, this 
principle is the one that has progressed the most, 
with 7 countries obtaining the maximum score in 
2019 against 15 countries in 2021. The overall 
performance in this area can be explained by the 
fact that European countries are strongly striving 
to reduce the administrative burden, which has 
been triggered by the ‘Once-Only’ principle. 
Indeed, it promotes the reuse of data to facilitate 
the delivery of digital public services and lower the 
cost of administrative procedures. Additionally, 
European countries have made efforts to assess 
their existing and new solutions and services 
more comprehensively. A shift towards a user-
centric approach has been identified, as well as 
a change in the countries’ approach to balancing 
costs and benefits. Thus, European countries 
are now more focused on the cost-benefit ratio 
of the digital solutions and service they propose, 
while taking into account users’ needs, rather 
than basing the evaluation of their services and 
solutions only on their organisation’s needs. 
Using open-source solutions is also increasing, as 
they help to reduce total ownership costs. Finally, 
the creation of catalogues of solutions supported 
the re-use of solutions and thus boosted their 
effectiveness. 

The application of the 
‘Once-Only’ Principle

in Spain

Spanish Laws 39/2015 and 40/2015 
promote the use of digital procedures 
to  p rov ide  documents  to  pub l i c 
administrations. They also stipulate 
that interested parties should not be 
required by public administrations to 
provide documents prepared by them. 
Administrat ions must also col lect 
documents electronically through their 
corporate networks or by consulting 
the Data Intermediat ion Plat form 
(PID), which is a horizontal service 
that enables the ‘Once-Only’ principle. 
It simplifies administrative procedures 
so that citizens or businesses do not 
have to deliver data more than once. 

https://ec.europa.eu/info/news/once-only-principle-system-breakthrough-eus-digital-single-market-2020-nov-05_en
https://administracionelectronica.gob.es/pae_Home/pae_Estrategias/pae_Leyes-39-y-40-2015.html?idioma=en
https://administracionelectronica.gob.es/pae_Home/pae_Estrategias/Racionaliza_y_Comparte/elementos_comunes/Intermediacion_de_datos.html?idioma=en
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31 A collaborative platform is a virtual workspace where resources and tools are centralized with the aim of facilitating communication 
and personal interaction in corporate project work.
32 Reference architectures are standardized architectures that provide a frame of reference for a vertical domain or sector For 
instance, the European Commission’s Common Reference Architecture (CORA) aims to support the development and maintenance 
of statistical IT tools for use by NSIs and other national authorities, within the general framework of a common reference architecture 
for the data life cycle at national level, and using appropriate common open standards and guidelines such as SDMX. More 
information is available here: https://ec.europa.eu/eurostat/cros/content/common-reference-architecture-cora_en

Increasing reusability of data and solutions 
(Principle 4)

Principle 4 focuses on the reusability and sharing 
of IT solutions, information and data between EU 
public administrations and governments, and it 
is assessed by Recommendations 6 and 7 about 
the reuse and sharing of solutions and data when 
implementing public services. Such reusability is 
considered as an interoperability enabler, a driver 
of quality and cost saver in terms of resources 
and time.
Signi f icant  act iv i t ies towards the reuse of 
data and IT solutions have been undertaken 
by Member States over the past three years, 
with 7 additional countries reaching the highest 
score in 2021 compared to 2019. Multiple factors 
have contributed to this increase, among which 
the growing number of national collaborative 
platforms31 that are put in place to facilitate the 
reuse, sharing and development of IT solutions. 
European countries are also launching actions 
to foster this reuse by establishing national 
catalogues of generic and reusable building 
blocks and by encouraging public administrations 
to use Application Programming Interfaces (APIs) 
in order to be able to properly and effectively 
reuse IT solutions. Finally, this trend has also 
been boosted by the use of common reference 
architecture32 to manage generic and reusable 
building blocks as portfolios. It has been observed 
that  more and more governments prov ide 
guidance, for instance online, on how to use 
reference architecture to develop a public sector 
organisation’s technology and how it shares data 
across government.

Collaborative platforms in Czechia

Collaborative platforms have been 
created at central government level, 
such as the Archi.gov.cz platform 
wh ich  i s  a  cen t ra l  co l labora t i ve 
platform introduced and maintained by 
the Chief Architect of eGovernment. 
Collaborative platforms also exist at the 
sectoral and regional levels, providing 
suppor t  to  loca l  admin is t ra t ions 
within the framework of the National 
Architecture Plan and national digital 
strategies. 

https://ec.europa.eu/eurostat/cros/content/common-reference-architecture-cora_en
http://archi.gov.cz/
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Focusing efforts on ensuring subsidiarity and 
proportionality (Principle 1) 

Principle 1 is assessed through Recommendation 
1 of the EIF which states that European countries 
should ‘ensure that national interoperabil i ty 
frameworks and interoperability strategies are 
aligned with the EIF and, if needed, tailor and 
extend them to address the national context and 
needs. Therefore, it focuses on the extent to 
which national strategies or frameworks take the 
EIF into account.
It is one of the principles where no significant 
improvements have been made by Member 
States since 2019. Indeed, still in 2021, while 
many National Interoperability Frameworks (NIFs) 
have been established in European countries, 
these frameworks are not all fully aligned with the 
EIF components, thus explaining the low number 
of countries reaching the maximum score of 4. 
Therefore, countries still have to concentrate some 
efforts towards the full alignment of their NIF with 
the EIF. This alignment is a work in progress that 
will take some time in many countries, considering 
the significant number of EIF recommendations 
(47) that needs to be taken into account and the 
fact that the extent to which recommendations 
are implemented might be affected by the 
national legal framework and political context.  
 
Furthermore, these recommendations touch upon 
many different elements, thus covering a large 
spectrum of action. Different approaches could 
be used by countries so as to assess the degree 
of alignment of their NIF with the EIF and thus 
spot the missing aspects where actions would 
be required. For instance, Spain implemented 
a gap analysis based on a traffic light system. 
This approach helps to define the overall state-of 
play of the country and provides policy makers 
with detailed information when defining the way 
forward for the country.

The Maltese NIF

The current National Interoperability 
Framework (NIF) document is dated 
pre-2012 and takes into account the 
12 principles and 25 recommendations 
detailed in the first version of EIF. 
This NIF, as well as the strategies and 
frameworks related to or extending 
it, are currently being revised and 
further aligned with the current version 
of the EIF so as to take all the EIF 
recommendations and principles into 
account.
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Further need to deepen on openness (Principle 
2)

The implementation of Principle 2 ‘Openness’ 
encompasses to have al l  public data freely 
available for use and reuse by others, unless 
restrictions apply e.g., for protection of personal 
data, confidentiality, or intellectual property rights 
(Recommendation 2). It also refers to the need 
for public administrations to both contribute to 
the creation and reuse open-source software 
technologies and products (Recommendation 3) 
and to favour open specification and standards 
(Recommendation 4).
Th is  pr inc ip le  has a lso wi tnessed a s low 
progression over the past three years. However, 
this is mainly due to the fact that most European 
countries were already reaching the maximum 
score of 4 in 2019, thus giving little space for 
potential improvements in the following years. 
Indeed, when developing new IT solutions, most 
countries actively consider the use of open-
source software and promote the use of open 
specifications, for instance to ensure that data is 
available and published in an open format. These 
processes have been standardised in public 
administrations at national and European level.
Additionally, it appears that the use of open 
standards and speci f icat ions is very of ten 
included as an archi tectural  pr incip le and 
implementing rules in the European countries’ 
NIFs. They also increasingly promote the use of 
these open specifications by and in digital public 
administrations on an ongoing basis. Finally, a 
new culture has emerged regarding the use of 
data, referred to as ‘Developing in the open’, 
which relates to the growing trend, not only within 
European countries, to further develop open-
source software and make their source code 
publicly accessible and licensed, thus available 
to be seen and used by all.

Open-source software in Austria

O p e n - s o u r c e  s o f t w a r e  a n d  i t s 
respective Total Cost of Ownership 
(TCO) are considered as default when 
planning new public services. Besides 
the costs, additional perspectives are 
taken into consideration in software 
contracts, such as the confidentiality 
of  secret  a lgor i thms, operat ional 
securi ty,  and legal aspects (e.g., 
compensation for damages). A number 
of e-Government applications make 
use of  MOA (Modules for  Onl ine 
Applications) components, like MOA 
ID for identification, or MOA SP for 
signature verification.
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For this pi l lar,  the 2021 results show that, 
on average, European countries are scoring 
maximum points in all interoperability layers. 
These average results are similar to the two 

The implementation of the interoperability layers in Europe 

Figure 6 Interoperability layers European results for 2021

Figure 6 shows the 2021 results of the monitoring of the implementation for the interoperability layers 
of the EIF.

 Source: analysis performed by Wavestone, 

previous years, excepted for the ‘Interoperability 
governance’ layer which obtained an average 
score of three in 2019 and effectively improved to 
a score of 4 in 2020. 

 Source: analysis performed by Wavestone, 2022
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Figure 7 shows European countries’ progress 
throughout the years by focusing on the evolution 
of the number of countries obtaining the maximum 
score, for the second scoreboard, between 2019 
and 2021. The ‘Organisational interoperability’ 
and ‘Semantic interoperability’ layers are those 

Figure 7 Number of European countries obtaining 
the maximum score, for the second scoreboard 

(Interoperability layers), between 2019 and 2021

Source: analysis performed by Wavestone, 2022
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where Member States progressed the faster 
between 2019 and 2021, whereas the ‘Legal 
interoperability’ layers is where they are slower in 
obtaining the maximum score of 4. These results 
are detailed hereafter.
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Strengthening organisational interoperability

Organisational interoperabil i ty refers to the 
alignment of public administrations’ business 
processes, responsibilit ies and expectations 
to achieve commonly agreed and mutual ly 
beneficial goals. It also relates to the definition 
of the relationship between service providers 
and service consumers. The implementation 
of this interoperability layer is assessed, on 
the one hand, through the documentation of 
publ ic administrat ions’ business processes 
using commonly accepted modelling techniques 
and their  a l ignment to del iver a European 
public service (Recommendation 28). It is also 
assessed by looking at whether organisational 
relationships for establishing and operating 
European public services are clear and formalised 
(Recommendation 29).
 In 2021, all European countries, except one, are 
scoring the maximum for Recommendation 28. 
A third of them obtained a score of four for the 
implementation of Recommendation 29, while 
the others reached a score of 3, which shows 
that there are evolving positively. When looking 
at the results for 2020 and 2019, the trends 
are very similar, although some countries have 
demonstrated a significant evolution through the 
years, such as Greece, Ireland and Portugal. 
Since 2019, administrative entities have invested 
efforts in aligning their existing business processes 
and in defining new and more consistent processes 
where necessary. As shown by the example of 
Portugal hereafter, more and more modelling 
techniques, such as business process modelling 
notation (BPMN) and Unified Modelling Language 
(UML) diagrams, are being used by publ ic 
administrations to document business processes. 
Additionally, some countries have even developed 
their own national modelling framework, such as 
the Luxemburgish PROMETA framework and 
platform, which aims to clarify and enact business 
processes management. It is implemented by the 
Business Process Management Office (BPMO) of 
the Luxemburg State IT Center that accompanies 
administrations and public bodies in their business 
process management and optimisation of their 
organisation.

Business processes using 
commonly accepted modelling 

techniques in Portugal

In Portugal, the (re)design of services 
promoted by the Public Administration 
Digital Competencies Centre (TicAPP, 
an organic unit integrated into the 
Administrative Modernization Agency 
(AMA) wi th  o ther  pub l ic  ent i t ies 
considers modelling techniques such 
as BPMN (Business process model 
and notation), UML (Unified Modeling 
Language) sequence diagrams and 
Entity Relations diagrams (modeling 
da ta) .   Fur thermore ,  BPMN and 
UML are used in several areas of 
governance.
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Deepening semantic interoperability

According to the EIF, the semantic interoperability 
layer ‘ensures that the precise format and meaning 
of exchanged data and information is preserved 
and understood throughout exchanges between 
parties’, this covering the semantic (meaning) and 
syntactic (format) aspects. The implementation 
of this layer by European countries is assessed 
by Recommendation 30 which provides that 
data and information should be perceived as a 
valuable public asset. It is also assessed by the 
existence of an information management strategy 
(Recommendation 31) and the establishment of 
sector-specific and cross-sectoral communities, 
notably to create open information specification 
(Recommendation 32).
Within the three-year period of monitoring, 
there has been positive developments in the 
implementation of semantic interoperability, with 
8 additional countries reaching the score of 4 
in 2021 compared to 2019. European countries 
are increasingly working on interoperabil i ty 
agreements, taxonomies, controlled vocabularies 
and reusable data structure and models to achieve 
semantic interoperability. These developments 
have been triggered by the ‘Once-Only’ principle, 
which aims to avoid duplication and fragmentation, 
as well as by the adoption of standard and 
specifications, encouraged by the European Data 
Strategy, which led to the adoption of the Data 
Governance Act in December 2021 aiming to 
make public sector data available for reuse, and 
the proposal for the Data Act put forward by the 
Commission in February 2022, which includes 
harmonised rules on fair access to and use of 
data.

Vocabularies and 
standards in Belgium

The Belg ian Federal  government 
is using the EU Publication Office’s 
controlled vocabularies and thesauri 
and started building its own national 
reference data. Besides, the Flemish 
Region has published, in a central 
catalogue of standards, commonly 
a g r e e d  d e s c r i p t i o n s  o f  d a t a 
(vocabularies, application profi les 
and implementation models), which 
are published in both human- and 
mach ine- readab le  formats .  Data 
standards have been developed in 
over 40 domains and are managed 
as a knowledge graph using a fully 
automated open-source toolchain. 
Some of these standards have even 
been formalised in legislation.
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33 A digital check of proposed legislation should be performed to ensure that it suits not only the physical but also the digital world 
(e.g., the internet), identify any barriers to digital exchange and identify and assess its ICT impact on stakeholders. This will facilitate 
interoperability between public services at lower levels (semantic and technical) as well, and increase the potential for reusing 
existing ICT solutions, so reducing cost and implementation time.

Further enhancing legal interoperability

Recommendation 37 is used to assess the 
implementation of the legal interoperabi l i ty 
layer and calls on Member States to “ensure 
tha t  leg is la t ion  is  screened by  means o f 
‘interoperability checks’, to identify any barriers 
to interoperability”. It also specifies that, when 
drafting legislation to establish a European public 
service, Member States should “seek to make 
it consistent with relevant legislation, perform 
a ‘digital check’ and consider data protection 
requirements”. In doing so, it should be ensured 
that European organisations operating under 
different legal frameworks, policies and strategies 
are able to work together.
With regards to the legal interoperability layer of 
the EIF, the 2021 results showed that only three 
European countries are not yet top performers 
when it comes to promoting the use of open 
specifications by public administrations. When 
analysing previous years’ results, they were five 
in 2020, and ten in 2021 in this situation, thus 
showing a positive, although slow, evolution 
through the years. Additional efforts need to be 
made to take ICT into account when preparing 
new legislation. Hence, when drafting legislation 
to establish an EU public service, European 
countries should carry out a ‘digital check’33 of 
the future legislation and take into account data 
protection requirements. This slow progress could 
be explained by implementation of the EU data 
protection legislation, the GDPR, as it takes time 
to fully align and implement all its requirements.

Legal interoperability and 
base registries in Italy

According to the Piano Tr iennale 
(3-year plan) 2021-2023, 16 base 
reg is t r ies  wi l l  be in terconnected 
through fu l ly  in teroperable APIs, 
semantically compliant with national 
a n d  E u r o p e a n  o n t o l o g i e s  a n d 
control led vocabular ies.  To al low 
citizens to access their own personal 
information, a new “Anagrafi” platform 
is under construction: it will provide 
the first integration of at least 10 base 
registries.
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For this third pillar, similarly to 2020 and 2019, the 
2021 results show that, on average, European 
countries are scoring maximum points in four of 
the EIF conceptual model’s components. 

The implementation of the EIF conceptual model in Europe

Figure 8 Conceptual model European results for 2021

Figure 8 depicts the 2021 results of the monitoring of the implementation for the conceptual model 
pillar of the EIF.

These resu l ts  demonst ra te  the count r ies ’ 
dedication to further enhance data reuse, access, 
and openness, which are fundamental drivers for 
interoperability. 

 Source: analysis performed by Wavestone, 2022
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When looking more particularly at the evolution 
of the number of European countries obtaining 
the maximum score throughout the years, for the 
third scoreboard, see Figure 9, it appears that 
countries’ efforts have focused on the opening 
of data and the development of base registries. 
Indeed, there has been a rapid increase in the 
number of countries obtaining the maximum 

Figure 9 Number of European countries obtaining the maximum score, for the 
second scoreboard (Conceptual model), between 2019 and 2021

Source: analysis performed by Wavestone, 2022
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score. However, another trend, similar to previous 
years, is that the same three components of 
the EIF conceptual would therefore require 
additional improvements, namely ‘security and 
privacy’ (for which fewer countries reached the 
maximum score), ‘external information sources 
and services’ and ‘catalogues’. These results are 
detailed hereafter.
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Developing base registries

Base registries are trusted and authoritative 
sources of basic information (i.e., data related to 
people, vehicles, etc.) which should be digitally 
reused by others. These central databases must 
provide an efficient, secure, and transparent 
exchange of the data they store. Therefore, 
they are the cornerstone of European public 
serv ice de l ivery.  The deve lopment  o f  the 
different requirements linked to base registries 
within European countries is assessed by EIF 
Recommendations 37 to 40 included.
The number of European countries which obtained 
the maximum score of 4 for this component 
was already high in 2019 and has significantly 
increased since then (9 more countries in three 
years). This trend can be explained by the fact 
that more and more countries have created base 
registries (related to the population, vehicle, 
tax, land and business) that include agreements 
on reference data e.g., taxonomies, controlled 
vocabularies, thesauri, code lists and reusable 
data structure/models. European countries are 
also increasingly providing a list of the available 
base registries through a central website or 
platform. They have also been promoting, to a 
growing extent, the standardisation of processes 
around base registries, with particular efforts 
dedicated to improving the quality and security 
of master data and metadata management. 
For instance, countries, such as Czechia, have 
made a national authority responsible for the 
management of base registries data so as to 
ensure a secure and flowless sharing of data. 

Base registries in France

Severa l  base reg is t r ies  are now 
available in different domains, going 
from population to tax and business 
da ta .  Fo r  i ns tance ,  t he  F rench 
Interministerial Digital Directorate 
(DINUM) and the National Institute of 
Geographic and Forest Information 
(IGN) developed and launched on 1st 
January 2020 the National Address 
Base  Reg i s t r y,  an  open -sou rce 
database gathering information on all 
geographical addresses on the French 
national territory.
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Ensuring data opening 

To ensure the reuse of public sector data, they 
should be released in machine-readable format 
and should be interoperable so that they can 
be found, discovered and processed. Such data 
openness in evaluated by Recommendations 
41, 42 and 43, which respectively look at the 
establishment of procedures to integrate the 
opening of data in business processes, the 
publication of open data in machine-readable 
format, and the clear communication around the 
access and reuse of data. 
The number of European countries reaching the 
maximum score of 4 has increased since 2019, 
together with the proportion of data available 
in machine readable format. This has fostered 
the use of data by others and st imulates a 
transparency, fair competition, innovation and 
data-driven economy. Also, many countries have 
established procedures to integrate the opening of 
data in their business processes, working routines 
and development of new information systems. 
Additionally, national and subnational legal and 
policy initiatives have been adopted, to promote 
data openness or even create an “open data by 
default” principle for public administrations’ data. 
National data portals are also being developed by 
more and more European countries to foster the 
reuse of public data. 

Data openness in Ukraine

Since 2015, Decree No. 835 regulates 
open data in Ukraine. It provides a 
defined l ist  of datasets (currently 
39963) that have to be published in 
open data format by state authorities. 
It also regulates the national open data 
portal. Different dashboards monitor 
which state authorities have published 
their datasets in compliance with this 
Decree. In 2018, the Government 
also adopted its Action Plan for the 
implementation of the International 
Open Data Charter  Pr inc ip les.  I t 
ensures the efficient development of 
open data in Ukraine, citizens’ access 
to information rights, transparency 
and openness of state entities, and 
innovation fostering.
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Further enforcing security and privacy 

Securi ty and pr ivacy are pr imary concerns 
in the provision of public services. EU public 
administrations should therefore consider the 
specific security and privacy requirements and 
identify measures for the provision of each public 
service according to risk management plans 
(Recommendation 46). They should also use trust 
services as mechanisms that ensure secure and 
protected data exchange in public services, as 
provided by the Regulation on eIDAS Regulation 
(Recommendation 47).
This EIF component is one of the slowest paced 
in terms of the number of European countries that 
are reaching the maximum score of 4 through the 
years. Indeed, 11 countries were reaching the 
maximum score in 2019, and this number has not 
increased since. Such finding is quite unexpected 
considering the adoption of the EU Security 
Strategy in December 2020 and the current 
context, with the rise of cyber-attacks and cyber 
threats, even more exacerbated by the COVID-19 
crisis. 
This trend can however be explained by the 
fact that the security and privacy aspects are 
very narrow in the EIF, which focuses solely 
on the appl icat ion of  secur i ty  and pr ivacy 
principles for public services, through for instance 
Business Continuity Plan, Data Access Plans, 
are Data Access Authorisation Plans. In fact, 
European countries have been quite active in 
this area, notably through their National Security 
Framework and national regulations in which 
they cover the EIF requirements regarding the 
diverse plans previously mentioned. For instance, 
Finland established that all public authorities 
have to comply with the ISO 27001 standard for 
information security management when it comes 
to these plans (see in more detail hereafter).

Information security 
management in Finland

The national security framework for 
public services is ISO 27001 standard 
for information security management 
Al l  F innish publ ic author i t ies are 
therefore required to conduct r isk 
analyses and preparat ion of  r isk 
management plans. They also have 
to determine the requirements for 
the continuity of information security 
management in adverse situations 
(Business Continuity Plan) and to 
make backups of information (Back-
up and/or Recovery Plans), as well 
as to prepare Data Access and/or 
Author isat ion Plans.ent i t ies,  and 
innovation fostering.
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After analysing the progress made by European 
countries  in terms  of  interoperabil ity, this  
subsection presents various best pract ices 
in  fos ter ing  in te roperab i l i t y,  in  par t i cu la r 
i n t e r o p e r a b i l i t y  g o v e r n a n c e ,  b a s e d  o n 
the exper iences of  two countr ies and one 
international organisation. Italy and France and 
were selected due to their very positive results 
in implementing the interoperability governance 

Good practices for the implementation of the EIF

34 More information about the EIF Monitoring Mechanism Webinar is available at: https://joinup.ec.europa.eu/collection/nifo-national-
interoperability-framework-observatory/news/eif-webinar-key-takeaways-26-april

layer, and the World Bank was approached so 
as to provide a broader point of view on the topic 
through non-European countries’ experience. 
The representatives of these countries and 
organisation were invited to demonstrate their 
knowhow in a webinar on the EIF Monitoring 
Mechanism held on 26 April 202234. A summary of 
their presentations is provided below.

The Italian standardisation governance model 
is based on interoperability goals and results, 
and it aims at identifying relevant standards and 
communities to engage during the standardisation 
process. In order to standardise Italian digital 
services, the sub-nat ional  dimension ( i .e. , 
regions, municipalities, etc.) needs to be taken 
into account. Indeed, differently from other 
building blocks, interoperability requires actions 
not only from the central government, but from 
all agencies. In Italy, this is quite challenging 
due to the thousands of entities involved and for 
the transition from legacy systems. Therefore, 
the interoperability framework foundations are 
in the legal framework defined by the “Digital 
administration code”, which mandates a core 
set of central platforms which are supported by 
technical guidelines, together with user-centric 
services based on APIs .
One of the main initiatives implemented in Italy 
to enhance interoperability governance consists 
of supporting the integration of public sector use 
cases into Internet Standards (e.g., the HTTP 
and OAuth2 protocols) set by global standard 
defining organisations, such as the Internet 
Engineering Task Force (IETF), and implemented 
through open source solutions. Public sector 
use cases are identi f ied by engaging local 
and national agencies and then generalised 
as technological requirements, so that they 
are suitable for private sector and gain some 
traction in global standardisation communities. 
These requirements are shared with relevant 
communities in order to be addressed in global, 
non-proprietary specifications. 

Such practice lowers the cost and maintenance 
of the creation of new services and improves 
overall security. Moreover, this allows to respond 
to users’ needs by developing interoperability 
solutions in large communities, thus implementing 
the openness and transparency principles of the 
EIF. Additionally, this process can provide a 
standardisation basis for new CEF/ISA solutions. 
However,  th is  pract ice is  fac ing two main 
challenges. The first one is that the creation 
of a new specification is time-consuming as 
detailed security, privacy and interoperability 
considerations have to be provided and require 
a strong technological background. The second 
challenge is that the final outcome might differ 
from the expectations, hence complicating the 
obtention of a consensus among the general 
engineering community. In such cases, the new 
solution can be implemented publicly as a custom 
specification, this allowing to receive relevant 
feedback from world-class engineers.
The main success factor when integrating public 
sector use cases in global specifications, either 
by proposing changes to existing works or by 
creating new specifications is the knowledge 
acquired through the feedback received from 
standard communities and engineers, especially 
regarding security. This knowledge has been 
key for the development of other interoperability-
re la ted works  and p la t fo rms.  F ina l ly,  the 
interoperability level of solutions based on the 
new Italian framework has proven to facilitate the 
implementation of solutions by implementers and 
agencies and to lower their maintenance costs.

Italy: The interoperability governance model of Italy, and the 
Italian API interoperability framework

https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/eif-webinar-key-takeaways-26-april
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/eif-webinar-key-takeaways-26-april


The French interoperability governance model 
has evolved and improved throughout the years, 
starting in 1986 and 1987 with the Decrees 
86-1301 and 87-389 according to which the 
Secre ta ry -Genera l  o f  each  min is t ry  i s  in 
charge of developing a strategy on information 
systems, called ‘Master Plan’. Then, in 1995, an 
Interministerial Committee for State Reform has 
been created to coordinate the actions in the 
area of information systems, based on the Master 
Plans. Interoperability considerations have been 
tackled since 1998 through many organisational 
changes aiming to take into account the different 
components of interoperability, among which 
the General Interoperability Repository (RGI, 
Référentiel Général d’Interopérabilité) which 
was created in 2014, and revised in 2016. In the 
frame of its revision, the RGI considers the Open 
Document Format (ODF)35 as a recommended 
standard for managing information exchanges 
between administrations and citizens. This choice 
for ODF is a major support for the open document 
format, ultimately fostering interoperability. 
The RGI is the French National Interoperability 
Framework (NIF) that is immediately applicable to 
all administrative authorities. Beside the RGI, the 
French government also adopted the following 
standard frameworks:
 the RGS (Référentiel Général de sécurité), 
which aims to provide a trusted exchange of 
information between administrations;
 t h e  R G A A ( R é f é r e n t i e l  G é n é r a l 
d’Accessibilité pour les Administrations), which 
aims to improve access to information for citizens; 
and
 the R2GA (Référentiel général de gestion 
des archives), which establishes a comprehensive 
and unified policy for archives management.

Additionally, since 2011, different initiatives have 
been defined to convince the ministries and 
organisations to follow a common approach with 
regard to their digital transformation. A Strategic 
Framework for State’s information systems (Cadre 
stratégique commun du SI de l’Etat), laying the 
foundations for a common and inter-ministerial 
transformation of the State’s information systems, 
and a Common Enterpr ise Archi tecture for 
Systems (Cadre commun d’urbanisation du SI de 
l’Etat), listing the general principles applied when 
establishing public service information systems 
and organising the exchange of knowledge on 
existing systems, have been created. Additionally, 
each ministry has been made responsible for 
the definition and implementation of policies in 
defined areas related to digitalisation.
Furthermore, a global vision, called ‘State as a 
platform’ (Etat plateforme), has been created so 
as to define building blocks, components, and 
examples to follow, as well as to implement the 
‘Once-Only’ Principle and generalise the use of 
APIs. While requiring the administration to gather 
user data in one place to offer almost ready-to-
use services, this strategy aims to centre services 
on needs, rather than on the organisation of 
administrative structures. 
F ina l ly,  to  moni tor  the  implementa t ion  o f 
interoperability and the use of APIs, a public 
dashboard called ‘the Observatory of Quality’ 
(L’Observatoire de la qualité des démarches 
en ligne) has been created to monitor the 250 
most used online procedures. Specific indicators 
have been established to track the progress of 
dematerialisation and the user experience. The 
results of this Observatory are presented by 
the Minister for Transformation to the French 
Council of Ministers every 4 months, so as to 
reinforce the implementation of the indicators by 
administration’s bodies. 

4435 The Open Document Format (ODF) is an XML-based open-source file format for saving and exchanging text, spreadsheets, charts, 
and presentations. Files saved under ODF, termed “OpenDocuments,” have easily recognizable extensions, similar to Microsoft’s 
proprietary.

France: The French interoperability governance model and the 
application of the French General Interoperability Repository (RGI)



In the past years, governments have been 
increasingly mobilising their efforts to enhance 
their digital transformation. Hence, in 2019, 
the World Bank launched a GovTech36 Global 
Partnership (GTGP)37 to support regions and 
countries working on different areas of GovTech 
and to ensure the effective exchange and transfer 
of knowledge and good practices on the topic. 
The need for such efforts to enhance countries’ 
digital transformation has been even exacerbated 
by the COVID-19 pandemic.  
However,  one issue exper ienced by  both 
developed and developing countries in their 
digital transformation is the shift from siloed 
approaches to a system thinking imperative38. To 
obtain such holistic, or ‘Whole-of-Government’, 
approach in practice, it is critical to have the 
right building blocks in place, such as enterprise 
architectures, digital identity, and interoperability. 
Therefore, the World Bank is supporting countries 
in implementing these building blocks.
More concretely, the World Bank assists countries 
to ensure that they have the right leadership for 
an integrated approach to digital transformation, 
as well as an action plan or a strategy in place 
to promote simple, efficient and transparent 
government. They also help them implementing a 
dedicated entity leading GovTech reforms, as well 
as shared key enablers, a conductive legal and 
regulatory framework, and adoption mechanisms, 
such as procurement.
Another tool developed by the World Bank 
to support countries in achieving their digital 
transformation is the GovTech Maturity Index 
(GTMI)  which measures the s ta te  o f  four 
GovTech focus areas, namely, enhancing service 
delivery, supporting core government systems, 

mainstreaming citizen engagement, and GovTech 
enablers. It uses 48 key indicators to collect data 
from 198 economies. More particularly, its results 
show that interconnectivity and interoperability 
are key areas where there is substantial room for 
improvement.
Examples of good practices in implementing 
interoperability governance, as specified by the 
EIF, can be found in several non-EU countries. 
For instance, Korea created the eGovFrame, 
the e-Government Standard Framework, which 
is a platform-specific standardized development 
f ramework for  publ ic  sector  IT projects in 
Korea. It provides increased interoperability as 
government agencies build applications based 
on i ts standards and improves interagency 
collaboration/connectivity. Another example lies 
in Brazil, with the creation of the architecture 
of the Interoperability Standards (EPING) that 
defines a minimum set of premises, policies and 
technical specifications that regulate the use of 
Information and Communication Technology in 
the Federal Government. Bodies and entities 
that are part of the Information Technology 
Resource Management System (SISP, Sistema 
de Administração dos Recursos de Tecnologia 
da Informação) must observe EPING’s standards 
in the planning of contracting, acquiring and 
updating technology systems and equipment. 
Finally, Canada created its API Store, a one-stop 
shop for Application Programming Interfaces 
(APIs) through which the Government encourages 
the use of APIs to build new applications and 
services for Canadians. API standards govern 
how APIs are to be developed across Canada to 
better support integrated digital processes across 
departments and agencies.

45

36 According to the World Bank, GovTech emphasizes three aspects of public sector modernization: citizen-centric public services 
that are universally accessible, a whole-of-government approach to digital government transformation, and simple, efficient and 
transparent government systems. See more information here.
37 More information on the GovTech  global partnership (GTGP) is available here.
38 System thinking is a holistic approach to analysis that focuses on the way that a system’s constituent parts interrelate and how 
systems work over time and within the context of larger systems.

The World Bank: Interoperability towards a data-driven public 
sector and good practices from non-EU countries



CHAPTER 23
The role of the 
European Union



Among the European Commission’s key political 
priorities for the period 2019-2024, there is Europe 
fit for the Digital Age, the EU’s digital strategy 
aiming to ensure that the digital transformation 
works for both people and businesses, while 
helping the Commission to achieve its climate-
neutral target by 2050. While the EU and its 
Member States had a l ready embarked on 
the path to digitalisation in many sectors, the 
COVID-19 crisis has accelerated this process 
and further emphasised the importance of digital 
technologies in today’s society and economy. In 
this context and in its role as supporting entity 
for these matters, the European Commission has 
shown substantial commitment in fostering the 

The role of the European Union 
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The following chapter wil l  examine polit ical 
communications (e.g., strategies, frameworks, 
action plans) as well as legislative initiatives that 
have been or will be implemented by the European 
Commission since 2021 to address various 
aspects of digital government and interoperability. 
These wil l  include the Digital Europe Work 

Key digital initatives of the European Commission to foster digital 
transformation 

uptake by its Member States of digital solutions 
that are sustainable in the long-term.
This chapter will provide the readers with an 
overview of the key digital initiatives put forward at 
the European Union (EU) level, by the European 
Commission or other EU institutions, to foster 
digital transformation and interoperabil ity. It 
sheds a light on the state-of-play of digital public 
administration and interoperability in the EU 
by examining the vast array of polit ical and 
legislative initiatives in this field in the period 
2021-2022. Finally, it also provides an account 
of the supporting funding programmes aimed at 
fuelling this digital transformation.

Programme 2021-2022, Interoperable Europe 
and the Digital Services Act among others. In 
addition, this chapter will include an overview of 
the main funding programmes aimed at fostering 
digital public administration and interoperability in 
Europe. 

3

Transversal digital policies 

This section will focus on the more encompassing 
and transversal initiatives put in place or supported 
by the European Commission to foster digital 
public administration and interoperability.

Shaping Europe’s Digital Future 
The strategy Shaping Europe’s Digital Future, 
covering the period of 2019-2024, is the EU’s 
approach to  d ig i ta l  t ransformat ion,  which 
addresses how the Union should continue to meet 

new risks and challenges that arise from digital 
technology. In its Communication announcing 
the new strategy, the European Commission 
has laid down three key objectives: to develop, 
deploy and take up technology that works for 
the people, to ensure a fair and competitive 
digital economy and, finally, to foster a European 
digital transformation that supports the goals of a 
more open, democratic and sustainable society. 
These three pillars are meant to help the EU 

https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age_en
https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age_en
https://ec.europa.eu/info/sites/default/files/communication-shaping-europes-digital-future-feb2020_en_4.pdf
https://ec.europa.eu/info/sites/default/files/communication-shaping-europes-digital-future-feb2020_en_4.pdf
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establish itself as a global role model for the 
digital economy by coordinating efforts between 
Member States, regions, civil society and the 
private sector. By setting the global standards for 
technological development, the EU will ensure 
that the inclusion and respect of every human 
being is being considered. Furthermore, the Union 
will support worldwide developing economies 
transitioning to digital technologies and help them 
to further develop digital standards that can be 
promoted and referred to internationally.
In response to the COVID-19 crisis and the 
new challenges brought upon the European 
Union, the European Commission has been 
working on coordinating, complementing, and 
ini t iat ing measures based on the fol lowing 
digital technologies: Data, artificial intelligence 
and supercomputers;  Telecommunicat ions, 
networks and connectivity; Online platforms and 
disinformation; Skills, collaborative working and 
creativity; and Cybersecurity, trust and safety 
online.

Digital Europe Work Programme 2021-2022
The Digital Europe Programme is one of the 
initiatives put in place by the European Commission 
to contribute to the achievement of the digital 
targets, as outlined in the communication 2030 
Digital Compass: the European way for the Digital 
Decade.  
The Digital Europe Work Programme 2021-
2022 presented by the Commission in February 
2020 has the goal to boost Europe’s digital 
t ransformat ion and to fur ther  develop the 
digital single market and promote the uptake 
of digital technologies in both the public and 
private sectors. More specifically, the Programme 
aims to reinforce the most pressing EU digital 
capacities by encouraging Member States to 
invest in key areas such as artificial intelligence 
(AI), cybersecurity, advanced computing, data 
infrastructure, governance and processing, the 
deployment of these technologies and their best 
use for critical sectors like energy, climate change 
and environment, manufacturing, agriculture and 
health. 
To achieve its mission, the Digital Europe has 
deployed a network of European Digital Innovation 
Hubs for the first three years of the Programme 

Europe’s Digital Decade
As part of the European Digital Strategy, the 
Commission proposed the policy programme 
Path to the Digital Decade to set up a governance 
framework aimed at ensuring that Europe reaches 
its 2030 Digital Decade objectives. This implied 
an annual cooperation mechanism between the 
Commission and Member States with the former 
developing projected EU trajectories for each 
target and the latter proposing national strategic 
roadmaps to achieve them.
Moreover, the Digital Decade also hopes to 
encourage international partnerships to ensure 
the security and resilience of supply chains and 
deliver global solutions. This will be achieved by 
setting a toolbox (regulatory cooperation, capacity 
building and skills, international cooperation and 
research partnerships), designing digital economy 
packages,  combining EU investments and 
external cooperation instruments and investing 
in improved connectivity with the EU’s partner 
countries. Potential areas of partnership could be 
6G, Quantum and the Use of technology to fight 
climate change and environmental challenges. 
On 9 March 2021, the Commission published 
the communication 2030 Digital Compass: the 
European way for the Digital Decade which 
proposed a Digital Compass for the EU’s Digital 
Decade. More specifically, this entails reaching an 
agreement on a set of digital principles, launching 
multi-country projects and planning a legislation 
setting out a solid governance framework to 
monitor progress.

Commission Work Programme 2022
Every year, the European Commission publishes 
and adopts a work programme presenting the list 
of the most important initiatives to be put forward 
in the year ahead. The 2022 Commission Work 
Programme has been designed to rebuild a post 
COVID-19 Europe and aims to accelerate the 
twin green and digital transitions and build a fairer 
and more resilient society. Specific to the Europe 
fit for the digital age objective, the Commission 

(2021-2023) offering access to technology testing 
and supporting the digital transformation of 
private and public organisations, covering all 
regions of the EU and Associated Countries.  

https://digital-strategy.ec.europa.eu/en/activities/digital-programme
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX:52021DC0118
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX:52021DC0118
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX:52021DC0118
https://ec.europa.eu/newsroom/repository/document/2021-46/C_2021_7914_1_EN_annexe_acte_autonome_cp_part1_v3_x3qnsqH6g4B4JabSGBy9UatCRc8_81099.pdf
https://ec.europa.eu/newsroom/repository/document/2021-46/C_2021_7914_1_EN_annexe_acte_autonome_cp_part1_v3_x3qnsqH6g4B4JabSGBy9UatCRc8_81099.pdf
https://ec.europa.eu/newsroom/repository/document/2021-45/C_2021_7911_1_EN_annexe_acte_autonome_cp_part1_v2_d4ygL3fB7OJrEhLGIXBaC5w0X0_80907.pdf
https://ec.europa.eu/newsroom/repository/document/2021-45/C_2021_7911_1_EN_annexe_acte_autonome_cp_part1_v2_d4ygL3fB7OJrEhLGIXBaC5w0X0_80907.pdf
https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age_en
https://digital-strategy.ec.europa.eu/en/library/proposal-decision-establishing-2030-policy-programme-path-digital-decade
https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age/europes-digital-decade-digital-targets-2030_en#the-path-to-the-digital-decade
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX:52021DC0118
https://eur-lex.europa.eu/legal-content/en/TXT/?uri=CELEX:52021DC0118
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age_en
https://ec.europa.eu/info/strategy/priorities-2019-2024/europe-fit-digital-age_en
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Update of 2020 EU Industrial Strategy
In March 2020, the Commission presented  its 
Industrial Strategy, forming the foundations of 
an industrial policy meant to make the European 
industry greener, more circular, and more digital 
while remaining competit ive at global level. 
While setting out the key drivers of Europe’s 
industrial transformation at large and proposing 
a comprehensive set of specific future actions 
tackling a variety of issues, from EU competition 
rules to Intellectual Property rights, when it comes 
to the field of digital, the new strategy calls for the 
acceleration of investments in the research and 
deployment of technologies such as AI, 5G and 
6G, data and metadata analytics. This strategy 
was designed so as to react to the technological 
and cl imate-related changes that industries 
throughout the European Union are facing. 
On 5 May 2021, the Commission adopted the 
updated 2020 Industrial Strategy, which took 
into account the experiences of the COVID-19 
pandemic and its impact on the Single Market, 
considering aspects such as dependencies in key 
strategic areas and looking to drive the digital 
transformation in a more sustainable, digital, 
resilient and globally competitive economy.

Berlin Declaration Monitoring 
In December 2020, all EU Member States signed 
the Berlin Declaration on Digital Society and 
Value-Based Digital Government, henceforth 
referred to as Berlin Declaration, a polit ical 
declaration reiterating the common commitment 
of the Commission and the EU Member States 
to continue investing in high quality, user-centric 
and seamless cross-border digital public services. 
The European Commission has welcomed the 
objectives put forward by the Member States and 
has agreed to support their policy initiatives at 
the European level. In particular, the Commission 
has helped to implement  and moni tor  the 
progress made by the Member States towards 
the Declaration’s seven principles mentioned 
in Chapter 1, also referred to as policy actions. 
To this end, it has designed and deployed a 
monitoring mechanism of the Berlin Declaration 
(BDM) aimed at identifying and assessing the 
measures and initiatives put in place by each 
country to implement the policy actions.
In  te rms o f  BDM resu l ts  a t  EU leve l ,  a l l 
Member States have been working towards the 
implementation of the policy areas and related 
policy actions set out in the Declaration and 
all areas have been found to have an average 
European value of over 50%. Looking at the areas 
in which the Member States are performing best, 
policy area 4 “Strengthen trust through security in 
the digital sphere” and policy area 5 “Strengthen 
Europe’s digital sovereignty and interoperability” 
are scoring the highest. In contrast, three policy 
areas, namely policy area 2 “Enhance social 
participation and digital inclusion, to shape the 
digital world”, policy area 6 “Create value-based, 
human-centred Artificial Intelligence (AI) systems 
for use in the public sector” and policy area 7 
“Fostering Resilience and Sustainability”, are 
areas where the Member States are lagging more 
behind and should therefore focus their efforts 
on39. 

39 More information on the results of the Berlin Declaration monitoring mechanism can be found in the Report on the monitoring of 
the Berlin Declaration 2022

states that a competition policy related to digital 
matters will be launched as well as two major 
initiatives. The first one is the creation of a single 
market emergency instrument with the purpose of 
better preventing future disruptions. The second 
one is the proposal for building an EU space-
based global secure communications system with 
the purpose of offering broadband connectivity to 
all, especially where it is currently missing.

https://ec.europa.eu/info/sites/info/files/communication-eu-industrial-strategy-march-2020_en.pdf
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_1884
https://ec.europa.eu/newsroom/dae/document.cfm?doc_id=75984
https://ec.europa.eu/newsroom/dae/document.cfm?doc_id=75984
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/berlin-declaration-monitoring-mechanism
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/berlin-declaration-monitoring-mechanism
https://www.numerique.gouv.fr/uploads/20220506_Berlin_Declaration_monitoring_report_2022.pdf
https://www.numerique.gouv.fr/uploads/20220506_Berlin_Declaration_monitoring_report_2022.pdf


This section will focus on more specific initiatives, 
both political communications and legislations, 
put forward by the European Commission, 
categorised into the same four main themes used 
in Chapter 1, aligned with the key principles of 
the Berlin Declaration: Digital public services 
and digital inclusion, Trust and security, Digital 
sovereignty and interoperabil i ty, Innovative 
technologies.

Action plan on integration and inclusion 
2021-2027
Fostering social cohesion and building inclusive 
societies is at the heart of the European way of 
life. Integration and inclusion are therefore key for 
this purpose. It is against this background that on 
24 November 2020, the Commission published 
its Action Plan on Integration and Inclusion 2021- 
2027, which builds on the achievements of the 
2016 action plan, focusing on the promotion of 
inclusion for all and the important contribution of 
migrants to the EU and focusing on the barriers 
that can hinder participation and inclusion of 
people with a migrant  background. The action 
plan includes five actions to support the effective 
integration and inclusion of European citizens in 
all sectorial areas:
1. Building strong partnerships for a more 
effective integration process;
2. Increased opportunities for EU funding 
under the 2021-2027 Multi-annual Financial 
Framework;
3. Fostering participation and encounters 
with the host society;
4. Enhance the use of new technologies and 
digital tools for integration and inclusion; and
5. Monitoring progress: towards an 
evidence-based integration and inclusion policy.
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The implementation of the action plan will entail 
the creation of partnerships between migrants, 
host communities, social and economic partners, 
civil society, local and regional authorities as well 
as the private sector.

Digital Education Action Plan actions for the 
period 2021-2027
In the last two years, the COVID-19 crisis has 
demonstrated that having an education system 
which is fit for the digital age is essential. In this 
regard, on 30 September 2020, the European 
Commission proposed the Digital Education 
Action Plan 2021-2027, a policy initiative to 
support the sustainable and effective adaptation 
of the EU Member States’ education and training 
systems to the digital age. The objectives set by 
the initiative are, among others, to address the 
challenges and opportunities of the COVID-19 
pandemic and to promote stronger cooperation 
at the EU level on digital education. Moreover, to 
achieve these objectives, the Plan sets out two key 
priority areas: first, fostering the development of a 
high-performing digital education ecosystem and 
second, enhancing digital skills and competences 
for the digital transformation.

Declaration on European Digital Rights and 
Principles
Promoting a free, fair and inclusive society is 
a key priority for the European Commission. 
On 26 January 2022, bui ld ing on previous 
initiatives including the Tallinn Declaration on 
eGovernment, the Berlin Declaration on Digital 
Society and Value-based Digital Government, 
and the Lisbon Declaration, the Commission 
proposed a Declaration on European Digital 
Rights wi th  the a im to in form people and 
provide a reference for policymakers and digital 
operators with regard to their actions in the digital 
environment. More specifically, the Declaration 
has at its core key rights and principles for the 
digital transformation, such as placing people and 
their rights at its centre, supporting solidarity and 
inclusion, ensuring the freedom of choice online, 
fostering participation in the digital public space, 
increasing safety, security and empowerment of 
individuals, and promoting the sustainability of 
the digital future. 

POLICIES

Initiatives by specific themes

Digital public services and 
digital inclusion 

https://ec.europa.eu/home-affairs/sites/default/files/pdf/action_plan_on_integration_and_inclusion_2021-2027.pdf
https://ec.europa.eu/home-affairs/sites/default/files/pdf/action_plan_on_integration_and_inclusion_2021-2027.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0624
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0624
https://digital-strategy.ec.europa.eu/en/news/ministerial-declaration-egovernment-tallinn-declaration
https://digital-strategy.ec.europa.eu/en/news/ministerial-declaration-egovernment-tallinn-declaration
https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://digital-strategy.ec.europa.eu/en/news/berlin-declaration-digital-society-and-value-based-digital-government
https://futurium.ec.europa.eu/en/digital-compass/digital-principles/library-video/lisbon-declaration-digital-democracy-purpose
https://ec.europa.eu/newsroom/dae/redirection/document/82703
https://ec.europa.eu/newsroom/dae/redirection/document/82703
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European Health Data Space
The safe exchange of data is at the core of a 
well-functioning and prospering European society 
and economy. In January 2022, the Commission 
published a summary report of public consultation 
with stakeholders on the proposed initiative for 
a European Health Data Space. The aim of this 
initiative will be to promote better exchange and 
access to different types of health data (electronic 
health records, genomics data, data from patient 
registries etc.), not only to support healthcare 
delivery (so-called primary use of data) but also 
for health research and health policy making 
purposes (so-called secondary use of data). The 
European Health Data Space will be built on 3 
main pillars: a strong system of data governance 
and rules for data exchange, data quality and 
strong infrastructure and interoperability. The 
legislative proposal is expected to be adopted in 
spring 2022.

Recommendation on improving the provision 
of digital skills in education and training
As part of the above-mentioned Digital Education 
Action Plan actions for the period 2021-2027, 
a proposal is planned by the end of 2022, for 
a Council Recommendation on improving the 
provision of digital skills. The primary goal of 
this initiative is to empower European citizens 
to develop basic and advanced digital skil ls 
through education and training. More specifically, 
the expected results of this initiative are to:  
create guidance on IT as a subject, including its 
principles, concepts and practices in teaching and 
learning; reach an agreement on a coherent vision 
and shared terminology related to providing high-
quality computing/IT education to all students in 
Europe; share best practices for assessment in 
education institutions and highlight the potential 
and limitations of computing for solving societal 
challenges; and contribute to the objectives 
of the Strategy for Shaping Europe’s Digital 
Future to ensure 65% of Europeans have at least 
basic digital skills by 2025.

LEGISLATIONS

Recommendation on the enabling factors for 
digital education
Simi la r l y  as  the  recommendat ion  above , 
a Recommendation on the enabling factors 
for digital education, aimed at setting out the 
investments and policy reforms that need to be 
put in place to ensure that everyone has access 
to digital education, is currently in preparation 
and planned for the fourth quarter of 2022.

Data Governance Act 
After the publication of the European Strategy for 
Data in February 2020, a consultation revealed 
that 90% of respondents considered that the EU 
lacks a solid data governance mechanism that 
would facilitate data sharing across the EU and 
between sectors. For this reason, in November 
2020, the European Commission published its 
draft Data Governance Act which aims to boost 
data sharing across EU Member States and 
across sectors through a comprehensive set of 
rules. To do so, the Regulation lays down the 
conditions for the re-use of certain categories of 
data held by public sector bodies within the EU. 
Further, it sets up a notification and supervisory 
framework for the provision of data sharing 
services as well as the requirements applicable 
to such services, and a framework which allows 
for the voluntary registration of entities collecting 
and processing data made available for altruistic 
purposes. This initiative therefore leverages the 
innovative potential of data sharing in sectors 
such as health, mobility, environment, agriculture, 
and public administration for the benefit of EU 
citizens and businesses. 
A year later, in November 2021, the Commission 
reached a provis ional  agreement wi th the 
European Parliament to promote the availability of 
data across the EU. The informal agreement will 
now have to be formally endorsed by Parliament 
and Council. 

Data Act
The 2020 Communication on a European  strategy 
for data also stressed that further actions should 
be taken towards a European Data Act. This 
initiative aims at facilitating access to and use 
of data, particularly by fostering business-to-

https://digiplace-my.sharepoint.com/personal/elena_gazia_wavestone_com/Documents/090166e5e791c6e9.pdf
https://education.ec.europa.eu/focus-topics/digital-education/about/digital-education-action-plan
https://education.ec.europa.eu/focus-topics/digital-education/about/digital-education-action-plan
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13207-Digital-education-enabling-factors-for-success_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13207-Digital-education-enabling-factors-for-success_en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0066
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0066
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020PC0767
https://www.consilium.europa.eu/en/press/press-releases/2021/11/30/promoting-data-sharing-presidency-reaches-deal-with-parliament-on-data-governance-act/
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1582218646923&uri=COM:2020:66:FIN
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1582218646923&uri=COM:2020:66:FIN
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government data sharing and further supporting 
business-to-business data sharing. In May 2021, 
the Commission published its Inception Impact 
Assessment on the forthcoming Data Act and 
conducted a public consultation on the Act until 
03 September 2021. On 23 February 2022, the 
Regulation on harmonised rules on fair access 
to and use of data (Data Act) was proposed by 
the Commission. The aim of this initiative is to 
create a single market to allow data to flow freely 
within the EU and across sectors for the benefit of 
businesses, researchers, public administrations 
and society at large. The Data Act will clarify 
who can create value from data and under which 
conditions.

Digital Services Act (Package) 
The COVID-19 crisis demonstrated the increased 
importance of digital platforms in our everyday 
lives. However, EU legislation in this field has 
remained untouched since the adoption of the 
eCommerce Directive in 2000, while at the same 
time we have seen a few large digital platforms 
with a strong economic power controlling the 
entire digital ecosystem. In this regard, further 
commitment towards a safer digital transformation 
of the EU comes from the Digital Services Act 
package, published in December 2020, consisting 
of two proposals for legislative init iat ives – 
the Digital Services Act (DSA) and the Digital 
Markets Act (DMA).These have upgraded the 
rules governing digital services in the EU to 
keep the pace with their rapid and widespread 
development and regulate unfair practices in the 
digital market. The DSA and DMA have the goals 
of both creating a safer digital space in which 
users’ fundamental rights are protected and 
establishing a space to foster innovation, growth, 
and competitiveness in the European Single 
Market and abroad. 
More specifically, the DSA aims at creating a   
safer and trusted online environment for European 
citizens and businesses, by laying down a set of 
harmonised EU-wide rules to ensure transparency, 

40 Platform work defined as “an employment form in which organisations or individuals use an online platform to access other 
organisations or individuals to solve specific problems or to provide specific services in exchange for payment” (Eurofound, 2018).

accountability and regulatory oversight of the EU 
online space. While the DMA aims at regulating 
the behaviour of digital platforms acting as 
gatekeepers between business owners and their 
customers in the EU.
The Por tuguese Pres idency has issued a 
progress report in May 2021 and on 23 April 
2022, a provisional agreement has been reached 
between the Council and European Parliament 
to make the internet a safer space for European 
citizens. More specifically, the aim is twofold, on 
the one hand to protect the digital sphere against 
the spread of illegal content and on the other 
hand, to ensure that users’ fundamental rights are 
protected.

EU Digital COVID Certificate Regulation
In July 2021, the EU Digital COVID Certificate 
Regulation entered into application, allowing EU 
citizens and residents to have their Digital COVID 
Certificates issued and verified across the EU. 
The aim of this initiative was to facilitate safe and 
free movement in the EU during the COVID-19 
pandemic. To this end, the Certificate covers 
COVID-19 vaccination, test and recovery, is free 
of charge and available in all EU languages in 
both digital and paper-based formats.

Proposal for a directive of the European 
Parliament and the Council on improving 
working conditions in platform work
In December 2021, the Commission published a 
Proposal for a Directive of the European Parliament 
and the Council on the improvement of working 
conditions in platform work40. Specifically, the 
Directive touched upon the employment status to 
ensure that people working through digital labour 
platforms are granted the legal employment 
status that corresponds to their actual work 
arrangements. It also increased transparency 
with regard to the use of algorithms by digital 
labour platforms, ensuring human monitoring with 
respect of working conditions and allowing to 
contest automated decisions.

https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13045-Data-Act-including-the-review-of-the-Directive-96-9-EC-on-the-legal-protection-of-databases-_fr
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13045-Data-Act-including-the-review-of-the-Directive-96-9-EC-on-the-legal-protection-of-databases-_fr
https://digital-strategy.ec.europa.eu/en/policies/data-act
https://digital-strategy.ec.europa.eu/en/policies/data-act
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=celex:32000L0031
https://digital-strategy.ec.europa.eu/en/policies/digital-services-act-package
https://digital-strategy.ec.europa.eu/en/policies/digital-services-act-package
https://www.europarl.europa.eu/RegData/etudes/BRIE/2021/689357/EPRS_BRI(2021)689357_EN.pdf
https://ec.europa.eu/info/sites/default/files/proposal-regulation-single-market-digital-services-digital-services-act_en.pdf
https://ec.europa.eu/info/sites/default/files/proposal-regulation-single-market-digital-services-digital-services-act_en.pdf
https://data.consilium.europa.eu/doc/document/ST-8570-2021-INIT/en/pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021R0953
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021R0953
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_6605
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_6605
https://ec.europa.eu/commission/presscorner/detail/en/ip_21_6605


POLICIES

Trust and security

Roadmap on security and defence 
technologies
To ensure Europe’s prosperity, security and way 
of life, it is essential that Europe’s security and 
defence sectors remain technologically fit for 
purpose. For this reason, in February 2022, the 
Commission set out a roadmap on security and 
defence technologies for boosting research, 
technology development and innovation and 
reducing the EU’s strategic dependencies in 
critical technologies and value chains for security 
and defence. This goal will be reached firstly, by 
identifying technologies crucial for EU security 
and defence, boosting them through European 
(RTD&I) programmes. Secondly, by ensuring 
that defence considerations are better taken into 
account in civilian European RTD&I programmes 
and industrial and trade policies, as appropriate, 
while possible civi l ian uses of technologies 
are also better considered in defence RTD&I 
programmes. Thirdly, by promoting from the 
outset an EU-wide strategic and coordinated 
approach to critical technologies for security 
and defence, to make the best use of EU and 
Member States’ RTD&I programmes, to achieve 
synergies between civilian and defence RTD&I 
communities and mitigate strategic dependencies 
from external sources. Lastly, the EU will also 
coordinate and learn as much as possible from 
other like-minded partners, such as the United 
States and the North Atlantic Treaty Organisation 
(NATO), under mutually beneficial conditions.

Digital Europe - Cybersecurity for 2021 – 2022
Cybersecurity being at the centre of the EU 
digital transformation, a Cybersecurity Work 
Programme 2021-2022 has been adopted by the 
Commission under the Digital Europe Programme, 
setting out the actions for Cybersecurity and 
Trust to be adopted in 2021 and 2022. The 
main objectives put forward are to support the 
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deployment of cybersecurity infrastructure, to 
strengthen cybersecurity uptake, to support the 
implementation of relevant EU legislation and 
political initiatives (e.g. cybersecurity strategy) 
and f inal ly,  to ra ise awareness and foster 
cybersecurity skills and training. 

LEGISLATIONS

European Digital Identity Regulation
The Regulation (EU) No 910/2014 on electronic 
identification and trust services for electronic 
transactions in the internal market, the eIDAS 
Regulation, is a major step towards building 
a Digital Single Market and in boosting trust, 
security and convenience online,  for governments, 
businesses and consumers. Thanks to eIDAS, 
the EU now has a predictable legal framework 
providing legal certainty beyond national borders 
for    electronic identif ication (eID) and for 
electronic trust services (such as electronic 
signatures, seals, among others). 
At the end of 2020, the European Council asked 
the Commission to introduce an EU-wide digital 
ID system so as to secure users’ identification in 
both the private and public spheres. On 3 June 
2021 the Commission proposed the framework 
for a European Digital Identity. Under the new 
regulation, Member States will issue European 
Digital Identity Wallets that will enable users 
to access services online without using private 
identification methods or share unnecessary 
data. 
On 3 June 2021, the Commission proposed a 
trusted and secure digital identity for all Europeans, 
including digital identity wallets. Personal digital 
wallets will enable citizens to digitally identify 
themselves, store and manage identity data as 
well as official documents in electronic format (e.g. 
driving license, medical prescriptions, diplomas, 
etc.). This tool will therefore enable citizens to 
prove their identity when necessary to access 
online services, share digital documents. In 
February 2022, the Commission has launched an 
online platform to gather feedback from interested 
parties to shape future European Digital Identity 
Wallets.

https://ec.europa.eu/info/sites/default/files/com_2022_61_1_en_act_roadmap_security_and_defence.pdf
https://ec.europa.eu/info/sites/default/files/com_2022_61_1_en_act_roadmap_security_and_defence.pdf
https://ec.europa.eu/newsroom/repository/document/2021-45/C_2021_7913_1_EN_annexe_acte_autonome_cp_part1_v3_zCcOBWbBRKve4LP5Q1N6CHOVU_80908.pdf
https://ec.europa.eu/newsroom/repository/document/2021-45/C_2021_7913_1_EN_annexe_acte_autonome_cp_part1_v3_zCcOBWbBRKve4LP5Q1N6CHOVU_80908.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.L_.2014.257.01.0073.01.ENG
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52021PC0281
https://futurium.ec.europa.eu/en/digital-identity


54

Regulation on a Framework for the Free Flow 
of Non-Personal Data 
In line with the objectives of the Communication 
on Building a European Data Economy and 
with the aim to achieve a more competitive and  
integrated EU market for data storage and/or 
processing services and activities, the European 
Commission set up the Regulation on free flow of 
non-personal data, applicable as of 28 May 2019. 
More specifically, it entails the reduction of the 
number and range of data localisation restrictions; 
to enhance legal certainty; to ease cross-border 
availability of data for regulatory control purposes; 
to improve the conditions under which users can 
switch data storage and/or processing service 
providers or port their data back to their own IT 
systems; and to increase trust in and the security 
of cross-border data storage and/or processing. 
By November 2022, the Commission will have to 
report to the European Parliament, the Council 
and the EESC on how to the regulation is being 
applied.

European Chips Act
As part of the Europe fi t  for the digital age 
objective, the Commission stated in its 2022 
Work Programme, that a European Chips Act 
will be adopted with the purpose of promoting 
a state-of-the-art European chip ecosystem to 
boost EU innovative capacity, security of supply 
and develop new markets for ground-breaking 
European tech. A proposal on this Act will be 
published in Q2 2022. 
In this regard, on 8 February 2022, the Commission 
adopted a ‘European chips act package’ focused 
on the strategic objective of increasing the 
resilience of the EU’s semiconductor ecosystem 
and increasing its global market share.

European cyber resilience act 
In parallel to the aforementioned Chips Act, 
the Commission also stated in its 2022 Work 
Programme, that a European cyber resilience 
act  wi l l  be proposed to establ ish common 
cybersecur i ty  standards for  products.  The 
proposal is foreseen to be published in Q3 2022.

POLICIES

Digital sovereignty and 
interoperability 

Interoperable Europe 
In April 2021, the ISA² programme, a funding 
programme of the European Commission that 
supported the development of digital solutions by 
enabling public administrations, businesses and 
citizens in Europe to benefit from interoperable 
public services, was officially closed and replaced by 
Interoperable Europe, an initiative for a reinforced 
public sector  interoperability strategy committed 
to transform the public administrations in Europe 
and help them in their digital transformation. More 
specifically, it will continue leading the process of 
achieving enhanced interoperability, necessary 
to reveal the potential of data use and reuse for 
improved public services, to enable cross-border 
collaboration, and to support the sector-specific 
policy goals set by the Commission for the future. 
Interoperable Europe is supported by the Digital 
Europe Programme.

Revised European Interoperability Framework 
(EIF) and Interoperability Action Plan
In October 2021, a Study supporting the evaluation 
of the implementation of the EIF was published by 
the Commission with the purpose of assessing 
whether relevant recommendations of the EIF 
should become part of a mandatory instrument. 
The revised EIF was adopted on 23 March 
2017 and provided specific guidance on how to 
set up interoperable digital public services. It 
offers public administrations a set of 47 concrete 
recommendations on how to improve governance 
of their interoperabi l i ty act ivi t ies, establ ish 
cross-organisational relationships, streamline 
processes supporting end-to-end digital services, 
and ensure that both existing and new legislation 
do not compromise interoperability efforts. The 
Commission is currently working on the 2022 
evaluation of the EIF, which has been conducted 

https://digital-strategy.ec.europa.eu/en/library/communication-building-european-data-economy
https://digital-strategy.ec.europa.eu/en/library/communication-building-european-data-economy
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1807
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1807
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://digital-strategy.ec.europa.eu/en/library/european-chips-act-communication-regulation-joint-undertaking-and-recommendation
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://op.europa.eu/en/publication-detail/-/publication/29d694d4-4696-11ec-89db-01aa75ed71a1/language-en/format-PDF/source-244162647
https://op.europa.eu/en/publication-detail/-/publication/29d694d4-4696-11ec-89db-01aa75ed71a1/language-en/format-PDF/source-244162647
https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_1&format=PDF
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after consultations with relevant stakeholders and 
will be published soon. The Commission is also 
currently working on the Interoperable Europe 
Act, setting up a new governance framework to 
further foster digital policymaking and ensuring 
that the current EIF is aligned with the Member 
States’ needs and expectations. 
The  rev i sed  E IF  i s  accompan ied  by  the 
Interoperability Action Plan, outlining priorities to 
support the implementation of the EIF. The Action 
Plan consists of 22 actions, grouped   into five focus 
areas. First, ensuring governance, coordination 
and sharing of interoperability initiatives. Second, 
developing interoperability solutions to foster 
col laboration between organisations. Third, 
engaging stakeholders and raising awareness of 
interoperability. Fourth, developing, maintaining 
and promoting key interoperability enablers and 
lastly, developing, improving and promoting 
supporting instruments for interoperability.
An expert group on Interoperability of European 
Public Services has also been formed whose 
goal is to identify and exchange good practices 
when implementing the EIF, to provide the 
Commission with opinions, analysis and reports 
on interoperability of public services, to identify 
and assess the legal, organisation, semantical 
and technical obstacles preventing the set-up of 
interoperable European public services, among 
others.

EIF for Smart Cities and Communities
For regional and local interoperability, the proposal 
on the European Interoperability Framework 
for Smart Cities and Communities (EIF4SCC) 
aims to support local administrations and policy 
makers in offering interoperability services to 
citizens and businesses by providing definitions, 
principles, recommendations, practical use cases 
and a common model that will enable public 
service delivery across domains, cities, regions 
and borders. The EIF4SCC is managed by DG 
CONNECT under the framework of the Living-
in.eu movement. This initiative aims to roll out 
interoperable urban digital platforms and a set 
of standards and technical specifications, such 
as the Minimum Interoperability Mechanisms 
(MIMs).

LEGISLATIONS

Proposal for a Regulation of the European 
Parliament and of the Council on modernising 
judicial cooperation between EU countries 
The Commission proposed a Regulation of the 
European Parl iament and of the Council on 
modernising judicial cooperation between EU 
countries aiming at digitalising cross-border 
judicial cooperation in civil, commercial and 
criminal matters by making mandatory the use 
of digital technology to increase the efficiency 
and resilience of the communication between 
competent authorities. By using digital channels 
by default, all electronic communication in cross-
border procedures involving individuals and 
businesses should be accepted by the Member 
States. Following the public consultation period 
from February to May 2021, the initiative has 
been adopted in December 2021. After which a 
feedback period was open until March 2022.

Proposal for a Regulation of the European 
Parliament and of the Council on fighting 
cross-border crime – IT collaboration platform 
for joint investigation teams
Complementary to the digitalisation of the justice 
strategy brought forward by the Commission, 
a proposal on Joint Investigation Teams (JIT) 
IT collaboration platform has been published. 
The objective of the initiative is to increase the 
efficiency and effectiveness of investigations   
and prosecutions done by JITs in cross-border 
cases, faci l i tated by digital communication, 
document/evidence storage and exchange tools. 
The regulation has been adopted in December 
2021 and it is open for feedback until March 
2022.

https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_2&format=PDF
https://ec.europa.eu/transparency/expert-groups-register/screen/expert-groups/consult?lang=en&groupID=3714
https://ec.europa.eu/transparency/expert-groups-register/screen/expert-groups/consult?lang=en&groupID=3714
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/eif4scc-smart-cities-communities
https://joinup.ec.europa.eu/collection/nifo-national-interoperability-framework-observatory/news/eif4scc-smart-cities-communities
https://living-in.eu/
https://living-in.eu/
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12685-Modernising-judicial-cooperation-between-EU-countries-use-of-digital-technology_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12685-Modernising-judicial-cooperation-between-EU-countries-use-of-digital-technology_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12698-Fighting-cross-border-crime-IT-collaboration-platform-for-joint-investigation-teams_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12698-Fighting-cross-border-crime-IT-collaboration-platform-for-joint-investigation-teams_en
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Next Generation Internet innovation catalogue 
In December 2021, the Next Generation Internet 
Initiative published an online innovation catalogue 
illustrating technology solutions such as hardware, 
software and apps, to shape an Internet fit for the 
digital age, fostering diversity, decentralisation 
and inclusivity. The new catalogue includes a 
vast range of technology building blocks that can 
be applied to any sector, from supply chains to 
research.

European 6G Research and Innovation 
Programme 
Also in December 2021, the European Union 
launched the first large-scale 6G Research and 
Innovation Programme funded by the Work 
Programme 2021-2022. The aim of this initiative 
is to allow Europeans to build the necessary 
abilit ies in terms of R&I for 6G systems and 
develop lead markets for 5G infrastructure. This 
will ultimately serve as a basis for the digital and 
green transformation.

Drone Strategy 2.0 
As announced in the Sustainable and Smart 
Mobility Strategy, the Commission plans to adopt 
a Drone Strategy 2.0 in the fourth quarter of 
2022. 
The strategy aims to provide a comprehensive 
policy package and address obstacles to the 
development of new drone applications and 
transport services and to the competitiveness of 
this industry. It will also foster the uptake of this 
innovative technology in Europe while establishing 
the right balance between safety, security and 
other societal concerns, contributing to a new 
offer of sustainable services and transport.
The take-up of drones is affecting a growing 
number  o f  sec to rs ,  such  as  ag r i cu l t u re , 
construction, surveillance, filming, healthcare, 
energy, environment, public safety and security, 
with future visions including the use of drones as 
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Innovative technologies
platforms for communication hubs or weather or 
pollution monitoring. To encourage investment 
and development of new innovative services 
for different sectors, the establishment of a 
harmonised EU approach should be ensured for 
increased cooperation between stakeholders, 
identification of regulatory gaps and support of 
technical harmonisation and research.

Joint Declaration on cloud
It is essential to propose a European cloud for two 
main reasons. On the one hand, in order to increase 
the competitiveness of European businesses. 
On the other hand, to provide European public 
administrations as well as citizens and enterprises, 
with greater choice regarding the trustworthy data 
processing infrastructure and services needed 
to develop future data-driven innovation and 
emerging technologies (e.g. 5G/6G and Artificial 
Intelligence). It is against this background that 
Member States have signed a Joint Declaration 
on cloud in October 2020, expressing their will to 
collaborate towards the creation of a European 
cloud. Specifically, the concerned countries 
have agreed in the Declaration that their joint 
actions will focus on three main points. First, 
combining private, national and EU investment in 
deploying competitive, green and secure cloud 
infrastructures and services. Second, defining 
a common European approach on federating 
cloud capacities, by working towards one set 
of joint technical solutions and policy norms in 
order to foster pan-European interoperable EU 
cloud services. Third, driving the take-up of more 
secure, interoperable and energy-efficient data 
centres and cloud services especially for SMEs, 
start-ups and the public sector.

European Alliance for Industrial Data, Edge 
and Cloud
Building on the European data strategy, in October 
2020, the European Alliance for Industrial Data, 
Edge and Cloud was created to contribute to the 
shaping of the next generation of secure, low-
carbon and interoperable cloud and edge services 
and infrastructure for Europe by fostering the 
development and deployment of next generation 
edge and cloud technologies.

https://www.ngi.eu/discover-ngi-solutions/?
https://digital-strategy.ec.europa.eu/fr/news/europe-launches-first-large-scale-6g-research-and-innovation-programme
https://digital-strategy.ec.europa.eu/fr/news/europe-launches-first-large-scale-6g-research-and-innovation-programme
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0789
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020DC0789
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/13046-A-Drone-Strategy-20-for-Europe_en
https://digital-strategy.ec.europa.eu/en/news/towards-next-generation-cloud-europe

https://digital-strategy.ec.europa.eu/en/news/towards-next-generation-cloud-europe

https://digital-strategy.ec.europa.eu/en/policies/cloud-alliance
https://digital-strategy.ec.europa.eu/en/policies/cloud-alliance


Recommendation on a common European 
data space for cultural heritage
In November 2021, the Commission put forward 
a recommendation for a common European data 
space for cultural heritage with the aim to speed up 
the digitalisation of cultural heritage assets, such 
as monuments and sites, objects, among others. 
The Commission set an ambitious objective for 
Member States who should aim at digitalising all 
assets that are at risk of degradation and half of 
those highly frequented by tourists by 2030.  

Directive 2014/61/EU on high-speed broadband 
connectivity in the EU
The Directive 2014/61/EU establishing the EU 
rules on high-speed broadband had the goal to 
enable fast internet connection across the EU by 
reducing the related costs. In light of technological, 
market  and regula tory  deve lopments ,  the 
Commission has planned a Revision of the 
EU rules on high-speed broadband (Directive 
2014/61/EU) for the second quarter of 2022 that 
will aim to enable a quicker and more efficient 
rollout of very high-capacity networks (including 
fibre and 5G), ensure the rules are aligned with 
the European Electronic Communications Code 
and explore potential environmental safeguards.

H a r m o n i s i n g  s p e c t r u m  f o r  e n h a n c e d 
connectivity: 5G and innovation
On 9 February 2022, the Commission adopted 
four implementing decisions to ensure that the 
EU’s radio spectrum policy met the growing 
demand for broadband and for innovative digital 
applications. The first one is a Commission 
Implementing Decision on the harmonisation of 
the 900 MHz and 1800 MHz frequency bands for 
terrestrial systems capable of providing electronic 
communications services in the Union. Second, 
a Commission Implementing Decision on the 
harmonisation of radio spectrum for use by short-
range devices within the 874-876 and 915-921 
MHz frequency bands. Third, a Commission 
Implementing Decision as regards to the update 
of harmonised technical conditions in the area 
of radio spectrum use for short-range devices. 
Finally, a Commission Implementing Decision 
on the harmonised use of radio spectrum in the 
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5 GHz frequency band for the implementation 
of wireless access systems including radio local 
area networks.

R e g u l a t i o n  o n  e s t a b l i s h i n g  t h e  n e w 
European High Performance Computing Joint 
Undertaking (EuroHPC JU)
The European High-Performance Computing 
Joint Undertaking (EuroHPC JU) was established 
in October 2018 as a legal and financial framework 
to pool EU and participating countries’ resources 
to build a European world-class supercomputing 
and data infrastructure with exascale capabilities 
in the next two years, and post-exascale facilities 
by 2027. In the near future, Europe’s leading 
role in the data economy wi l l  increasingly 
depend on its capability to develop key HPC 
technologies. For this reason, the European 
Commission has drafted a Proposal for a Council 
Regulation on establishing a EuroHPC which is a 
continuation of the existing initiative established 
under Council Regulation (EU) 2018/1488. The 
proposed Regulation introduces modifications 
to adapt the Regulation to the new Multiannual 
Financial Framework (MFF) programmes and to 
the priorities of the von der Leyen Commission, in 
particular those outlined in the European Strategy 
for Data and in the Communication Shaping 
Europe’s Digital Future.

LEGISLATIONS

Fostering a European approach to Artificial 
Intelligence
There has been a recent realisation of the strong 
potential benefits that Art i f icial Intel l igence 
(AI) systems can have on European economic 
growth as well as on its innovation and global 
competitiveness. Nonetheless, concerns remain 
regard ing cer ta in  AI  systems,  par t icu lar ly 
linked to their safety, security, and fundamental 
rights protection. Hence, it is in the European 
Commission’s best interest to try to address those 
concerns and establish a European regulatory 
framework for AI systems.
It is against this background that the European 
Commission unveiled in April 2021 a new EU 
regulatory framework on AI, which aims at providing 
a European technology-neutral definition of AI 
systems within EU law. The proposal is now to 
be discussed by the co-legislators, the European 
Parliament and the Council.

https://digital-strategy.ec.europa.eu/en/news/commission-proposes-common-european-data-space-cultural-heritage
https://digital-strategy.ec.europa.eu/en/news/commission-proposes-common-european-data-space-cultural-heritage
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12463-High-speed-broadband-in-the-EU-review-of-rules_en
https://ec.europa.eu/info/law/better-regulation/have-your-say/initiatives/12463-High-speed-broadband-in-the-EU-review-of-rules_en
https://digital-strategy.ec.europa.eu/en/news/harmonising-spectrum-enhanced-connectivity-ready-5g-and-innovation
https://digital-strategy.ec.europa.eu/en/policies/eu-radio-spectrum-policy#:~:text=Defining%2520radio%2520spectrum%2520policy&text=The%2520programme%2520ensures%2520harmonised%2520spectrum,both%2520commercial%2520and%2520public%2520purposes.
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0173&qid=1644396899138
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0173&qid=1644396899138
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0172&qid=1644399341374
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0180&qid=1644477553078
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0180&qid=1644477553078
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32022D0179&qid=1644477768617
https://eurohpc-ju.europa.eu/index_en
https://eurohpc-ju.europa.eu/index_en
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020PC0569
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:52020PC0569
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32018R1488
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1623335154975&uri=CELEX:52021PC0206
https://eur-lex.europa.eu/legal-content/EN/TXT/?qid=1623335154975&uri=CELEX:52021PC0206
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Proposal for a Regulation establishing the 
Union Secure Connectivity Programme for the 
period 2023-2027
As part of the Europe fit for the digital age, the 
Commission stated in its Work Programme 2022, 
that a proposal will be made to build an EU space-
based global secure communications system with 
the purpose of offering broadband connectivity 
where it is currently missing. The legislative 
initiative on building this system is expected 
in Q2 2022. In this regard, on 15 February 
2022, the Commission adopted the proposal 
for a Regulation establishing the Union Secure 
Connectivity Programme for the period 2023-
2027 following three policy objectives: ensuring 
the provision of secure satellite communication 
for evolving public needs, increasing Member 
States and the Union resilience by guaranteed 
access to secure communication and avoiding 
critical dependencies on non-EU infrastructures 
as for governmental communication needs.

This section will present an overview of the 
main funding programmes aimed at fostering 
digital public administration and interoperability 
in Europe. These will include the Digital Europe 
Programme, the Recovery and Resilience Facility 
and Connecting Europe Facility – Digital, among 
others. 

Digital Europe Programme 
As par t  o f  the new Mul t iannual  F inanc ia l 
Framework for  the per iod 2021-2027,  the 
European Commission adopted in April 2021 
the Digital Europe Programme (DEP), a new 
EU funding programme dedicated to the digital 
transformation of public services and businesses. 
The goal of this programme is to set up the strategic 
digital capacities of the EU and to promote a far-
reaching deployment of new technologies, to be 
used by the EU’s citizens and businesses. With 
an overall budget of EUR 7.5 billion for the period   
2021-2027, the Digital Europe Programme aims 
to define and bolster the digital transformation 

of Europe’s society and economy in five specific 
objectives (SO). The money will be implemented 
by procurement and in the form of grants of 
different nature. The largest part of expenditures 
covers the building and strengthening of the 
EuroHPC (SO1) with EUR 2.2 billion, as well 
as the spread of Artificial Intelligence for public 
authorities and businesses (SO2) with EUR 2.1 
billion. Cybersecurity represents another large 
heading of the DEP, with funds channelled to 
boost the overall EU cyber defence and finance 
cybersecuri ty equipment and infrastructure 
(SO3) with EUR 1.7 billion. Further, the DEP 
dedicates EUR 580 million to support advanced 
digital skills through, among others, the creation 
of European Digital Innovation Hubs (EDIHs) 
which provide access to technical expertise and 
experimentation for companies involved in digital 
transformation projects (SO4). Finally, the DEP 
supports the digital transformation of EU public 
administrations and their interoperability (SO5) 
with a budget of EUR 1.1 billion. In particular, the 

Key funding programmes of the European Commission to foster 
digital transformation 

https://eur-lex.europa.eu/resource.html?uri=cellar:9fb5131e-30e9-11ec-bd8e-01aa75ed71a1.0001.02/DOC_1&format=PDF
https://ec.europa.eu/info/sites/default/files/proposal_regulation_union_secure_connectivity_programme.pdf
https://ec.europa.eu/info/sites/default/files/proposal_regulation_union_secure_connectivity_programme.pdf
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.LI.2020.433.01.0011.01.ENG&toc=OJ:L:2020:433I:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=uriserv:OJ.LI.2020.433.01.0011.01.ENG&toc=OJ:L:2020:433I:TOC
https://eur-lex.europa.eu/legal-content/EN/TXT/?uri=CELEX:32021R0694&qid=1626788836845
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interoperability budget is used to partially finance 
the European Digital Government Eco System 
(EDGES - 120 million for 2021-2022) and, more 
specifically, the Common Services Platform (CSP) 
and Interoperabil ity Knowledge and Support 
Centre (IKSC). The aim of EDGES is to foster 
the digital transformation and interoperability of 
public administrations in order to increase the 
efficiency and accessibility of services delivery. 
More specifically, the interoperability budget is 
allocated to three focus areas: the creation of the 
Common Services Platform, Interoperability, the 
TESTA network and the GovTech Incubator being 
the only grant so far (with a co-financing of 50%).
In this context, the mature solutions in the past 
financed under ISA² will be moved to the CSP, 
which will serve as one-stop-shop for public 
administrations across the EU. On the other hand, 
all the pilots and solutions under development will 
stay under the umbrella of the Interoperability 
Knowledge and Support centre, which will serve 
as an incubator. When pilot solutions will reach a 
sufficient level of maturity, they will be transferred 
to the CSP, thus enabling public administrations 
to use these on a wider scale.

Recovery and Resilience Facility
The Recovery and Resi l ience Faci l i ty  ( the 
Facility) is the key instrument at the heart of  
NextGenerationEU, the temporary recovery 
instrument of EUR 806.9 billion that allows the 
Commission to raise funds to help repair the 
immediate economic and social damage brought 
about by the coronavirus pandemic. The Facility 
provides EU Member States EUR 723.8 billion 
through grants and loans to support investments 
and reforms. The overall  aim is to help the 
countries mitigate the economic and social impact 
of the crisis and make European economies and 
societies more sustainable, resilient and better 
prepared for future challenges.
In order to benefit from the support of the RRF, 
Member States were required to submit their 
recovery and resilience plans. These plans set 
out a package of reforms and public investment 
projects that the Member States will need to 
implement by 2026 in order to benefit from the 
support (and funding)  of the Facility. 

They should address the challenges identified 
in the European Semester, as well as the ones 
related to the twin digital and green transitions. 
In particular, Member States had to demonstrate 
to what extent their plans contribute to the digital 
transition and how to address challenges resulting 
from it. Further, Member States had to demonstrate 
that a minimum of 20% of expenditure is earmarked 
for digital. Investments in digital technologies 
should respect the principles of interoperability, 
energy efficiency and personal data protection, 
allow for the participation of SMEs and start-ups 
and promote the use of open-source solutions. 
Member States’ intervention fields in digital 
are indicated in the Commission Staff Working 
Documen as follows: connectivity; digital-related 
investment in research and development of 
AI,  cybersecuri ty,  blockchain and quantum 
technology; development of digital capacity and 
enhancement of digital skil ls; eGovernment, 
digital public services and local digital ecosystems 
(including e.g. eID and eHealth); digitalisation of 
businesses (in particular, via Digital Innovation 
Hubs) ;  investments  in  and deployment  o f 
advanced technologies (e.g. data spaces, edge 
computing, cybersecurity, AI, HPC and quantum 
computing infrastructures, IoT); greening the 
digital sector.

InvestEU 
The InvestEU programme is the EU’s investment 
programme that will play a major role in kick-
starting the EU economy after the pandemic by 
providing long-term funding to companies and 
helping mobilise private investments for projects 
that are aligned with key political priorities of 
the Commission, including the digital transition. 
The Programme builds on the successes of the 
Investment Plan for Europe, in order to give 
an additional boost to sustainable investment, 
innovation and job creation  in Europe, always 
in line with EU policies and contributing to the 
EU’s economic recovery. Its overall investment is 
estimated at more than EUR 372 billion over the 
period 2021-2027 and is structured around four 
policy areas: sustainable infrastructure; research, 
innovation and digitalisation; SMEs; and social 
investment and skill.

https://ec.europa.eu/info/business-economy-euro/recovery-coronavirus/recovery-and-resilience-facility_en
https://europa.eu/next-generation-eu/index_en
https://ec.europa.eu/info/business-economy-euro/economic-and-fiscal-policy-coordination/eu-economic-governance-monitoring-prevention-correction/european-semester_en
https://ec.europa.eu/info/sites/default/files/document_travail_service_part1_v2_en.pdf
https://ec.europa.eu/info/sites/default/files/document_travail_service_part1_v2_en.pdf
https://investeu.europa.eu/about-investeu_en
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Horizon Europe
As a continuation of Horizon 2020, Horizon 
Europe is one the EU’s flagship programmes 
supporting the development of the European 
Research Area, a single market for research, 
innovation, and technology across the EU. Horizon 
Europe represents the biggest budget component 
of the Single Market, Innovation and Digital 
heading of the MFF, with a total of EUR 95.5 
billion. Horizon Europe facilitates collaborations 
among researchers and strengthens the impact 
of  research and innovat ion in developing, 
support ing, and implementing EU pol ic ies, 
including the green and digital transformations. 
In line with the European Commission’s objective 
of implementing Open science practices, the 
Horizon Europe budget is supporting the setup 
of the European Open Science Cloud (EOSC), a 
digital and physical environment for hosting and 
processing research data to support EU science.

Connecting Europe Facility - Digital
The goal of an integrated European Union is 
achieved, among others, through the building 
of a network of interconnected transnational 
infrastructures. This goal has been enshrined 
in the Regulation establishing the Connecting 
Europe Facility (CEF), a funding programme of 
the EU dedicated to supporting investments in 
cross-border infrastructures in the three sectors 
of transport, energy and digital. Whilst the first 
programme ran from 2014 through 2020, the 
European Commission has established to renew 
the programme as part of the new MFF for the 
period 2021 – 2027. The current digital envelope – 
with a foreseen budget of EUR 2 billion in current 
prices – aims at catalysing investments in digital 
connectivity as a basis for better digital services, 
particularly supporting actions falling into the 
market failure category. Budget efforts foreseen 
under the CEF 2 Digital Programme include the 
deployment and access to high-capacity overland 
and submarine network infrastructures within the 
EU, and between the EU and third countries, as 
well as the provision of broadband connectivity 
for European households in peripherical areas 
of the EU. These investments are fundamental in 
bridging the digital divide.

It is important to remind, as also described above, 
that the eGovernment components supporting 
digitalisation (e.g. eID, eSignature, eDelivery, 
eTranslation) and previously falling under the 
CEF Programme, are currently encompassed by 
the fifth pillar of the Digital Europe Programme, 
‘Digital transformation of public administration 
and interoperability’.

EU Funding for Broadband 2021-2027
In order to meet the ambitious goal set by the 
Commission’s Digital Compass proposal that by 
2030 all European households will be covered by 
a gigabit network and that all populated areas will 
be covered by 5G, strong funding instruments are 
needed.
The European Union has made available the 
following financial tools to support Member States 
and private investors: Recovery and Resilience 
Fac i l i ty,  European Regional  Development 
Fund, European Agricultural Fund for Rural 
Development, Just Transition Fund, Connecting 
Europe Facility - Digital, Connecting Europe 
Broadband Fund, InvestEU Fund.

https://ec.europa.eu/info/research-and-innovation/funding/funding-opportunities/funding-programmes-and-open-calls/horizon-2020_en
https://ec.europa.eu/info/research-and-innovation/funding/funding-opportunities/funding-programmes-and-open-calls/horizon-europe_en
https://ec.europa.eu/info/research-and-innovation/funding/funding-opportunities/funding-programmes-and-open-calls/horizon-europe_en
https://ec.europa.eu/info/research-and-innovation/strategy/strategy-2020-2024/our-digital-future/era_en
https://ec.europa.eu/info/research-and-innovation/strategy/strategy-2020-2024/our-digital-future/era_en
https://ec.europa.eu/info/research-and-innovation/strategy/strategy-2020-2024/our-digital-future/open-science/european-open-science-cloud-eosc_en#:~:text=The%2520ambition%2520of%2520the%2520European,research%252C%2520innovation%2520and%2520educational%2520purposes.
https://ec.europa.eu/inea/en/connecting-europe-facility
https://ec.europa.eu/inea/en/connecting-europe-facility
https://ec.europa.eu/newsroom/dae/redirection/document/83587
https://ec.europa.eu/info/business-economy-euro/recovery-coronavirus/recovery-and-resilience-facility_en
https://ec.europa.eu/info/business-economy-euro/recovery-coronavirus/recovery-and-resilience-facility_en
https://ec.europa.eu/regional_policy/en/funding/erdf/
https://ec.europa.eu/regional_policy/en/funding/erdf/
https://ec.europa.eu/info/funding-tenders/find-funding/eu-funding-programmes/european-agricultural-fund-rural-development-eafrd_en
https://ec.europa.eu/info/funding-tenders/find-funding/eu-funding-programmes/european-agricultural-fund-rural-development-eafrd_en
https://ec.europa.eu/info/funding-tenders/find-funding/eu-funding-programmes/just-transition-fund_en
https://digital-strategy.ec.europa.eu/en/activities/cef-digital
https://digital-strategy.ec.europa.eu/en/activities/cef-digital
https://digital-strategy.ec.europa.eu/en/library/connecting-europe-broadband-fund
https://digital-strategy.ec.europa.eu/en/library/connecting-europe-broadband-fund
https://europa.eu/investeu/home_en


Interoperability is the general capacity of organisations to interact to work together more efficiently. 
According to the European Interoperability Framework (EIF), interoperability is “the ability of 
organisations to interact towards mutually beneficial goals, involving the sharing of information and 
knowledge between these organisations, through the business processes they support, by means 
of data exchanges”. As emerges from this definition, interoperability should be intrinsic to digital 
transformation and to a modern and innovative digital government, as a precondition to create the 
ecosystem of integrated digital public services where data can flow freely and be exchanged in a 
seamless way. Without it, government processes remain siloed, resulting in more administrative 
burden for citizens, businesses and governments.
The EIF, adopted in 2017, is a key instrument within the EU to develop interoperable public services, 
especially across borders. It contains a set of principles, models and recommendations aimed at guiding 
EU public administrations at all levels in the design and provision of digital public services. Several 
Member States have created their own “versions” of the EIF, namely their National Interoperability 
Frameworks (NIFs), further advancing their government digitalisation.  
Following the end of the ISA2 programme in 2020 and to continue and expand the mission for a 
reinforced interoperability policy in the public sector, the European Commission has recently launched 
the Interoperable Europe initiative. As part of the Digital Europe Programme, which aims to bring 
technology closer and at the service of businesses, citizens and public administrations, Interoperable 
Europe aims to offer the necessary digital tools to invest more in public services and digital innovation. 
One example is the launch of the GovTech incubator in February 2022, which will take the form of a 
long-term cooperation framework between the European Commission and the Member States, aiming 
to ensure cross-border collaboration between countries’ digitalisation agencies, including actors from 
the private sector and academia. 
Finally, with the upcoming Interoperable Europe Act, the Commission plans to set up a new 
governance framework to further foster digital policymaking, scale-up semantic interoperability, and 
ensure that the current EIF is aligned with the Member States’ needs and expectations.

Head of the Interoperability Unit - DG DIGIT 
at the European Commission 

Interview with Leontina Sandu
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How would you define interoperability and how important is it, in your opinion, 
for the implementation of a modern and innovative digital government?  

https://eur-lex.europa.eu/resource.html?uri=cellar:2c2f2554-0faf-11e7-8a35-01aa75ed71a1.0017.02/DOC_1&format=PDF
https://joinup.ec.europa.eu/collection/interoperable-europe/interoperable-europe
https://digital-strategy.ec.europa.eu/en/activities/digital-programme
https://joinup.ec.europa.eu/collection/interoperable-europe/news/call-digital-govtech-incubator-open
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What have been, in your opinion, the main challenges faced by European public 
administrations in the past two years, especially when it comes to the delivery of public 
services?

Although the COVID-19 crisis demonstrated that European public administrations have the ability to 
adapt and react to major crises to ensure the continuity of their public services, for instance providing 
them remotely, it also unveiled the tendency of countries to work in isolation in times of crisis, targeting 
local problems. The challenge is now to bring national solutions together and make them scale 
up. In this regard, interoperability plays a key role to ensure not only that digital services can work 
across borders and across all domains, but also that they are as cost-efficient and user-friendly as 
possible.  
Taking stock of the challenges faced by European public administrations, the European Commission 
aims to support them by:
 > Ensuring that interoperability is part of the policy design and is then implemented through  
              digital public solutions;
 > Fostering collaboration, through a “sharing and reuse” approach;
 > Promoting the use of common standards and open source; Investing more in research on  
              secure and trustworthy technology design;
 > Boosting innovation to test and experiment with data and digital technologies.

Besides the challenges brought by the COVID-19 crisis, what are, in your opinion, the 
main recommendations to face the interoperability barriers and challenges on digital 
transformation in the coming years? 

EU public administrations should ensure that public services are interoperable by default and that 
their policies take into account the digital checks so that they are ready for the digital age. They should 
aim to build sound coordination functions and agree on a set of interoperable specifications, 
protocols, common processes and infrastructures which would enable the integration of digital 
services in an efficient manner both at national and EU level. To achieve this, for instance, work 
needs to be done on semantics, to bridge the gap between the different datasets and domains to make 
sure that data portability can happen. The COVID vaccination pass can be seen as a good example to 
show the benefits of a common interoperability data model, allowing EU citizens to have one common 
reading and interpretation of the data. Further to that, public administrations should also try to innovate 
more, and invest, for example, in GovTech incubators and regulatory sandboxes.
The upcoming Interoperable Europe Act, mentioned above, will address some of these key challenges 
as it will aim at making interoperability an overarching and actionable instrument for governance.



CHAPTER 24
Latest developments 
in digital public 
administration and 
interoperability 
in the world



The previous chapters provided a thorough 
overview of the most recent initiatives developed 
and implemented between 2020 and 2022 
by European countr ies and the European 
Commission to foster digital transformation, and 
most particularly digital public administration and 
interoperability. However, digital transformation 
keeps being a priority also outside Europe, with 
several international organisations fostering and 
supporting such a change. Although digitalisation 

Latest developments in digital public administration and 
interoperability in the world 
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The following paragraph will examine the main 
initiatives (e.g., strategies, guidelines) developed 
since 2020 by the international organisations 
to address various aspects related to digital 

Key digital initiatives of the international organisations to foster digital 
transformation in the world 

has been a prominent topic on international 
organisations’ agendas for many years now, 
the COVID-19 crisis brought new attention to it 
and further accelerated this transition. This is 
reflected in the various initiatives and publications 
put forward by them between 2020 and 2022, 
which are meant to provide guidance and support 
to governments and public administrations in their 
digitalisation efforts.

transformation, with a focus on digital public 
administrat ion and interoperabi l i ty.  For the 
purpose of this study, the OECD, the World Bank 
and the UN will be considered. 

4



Transversal digital 
programmes and policies 

As mentioned above, digital transformation has 
been a key priority for many years for international 
organisations, with a particular focus on the 
transformation of public administrations, and the 
public sector in general. However, the COVID-19 
crisis played a catalyst role for government 
transformation and made it necessary to further 
invest in digitalisation policies and programmes. 
Since 2020, the World Bank, the UN and the 
OECD have in fact put forward various transversal 
initiatives to foster the digitalisation of the public 
administrations of the countries under their 
scope. By transversal initiatives we refer to policy 
papers, projects and roadmaps, among others, 
not solely focused on a particular digital topic 
but rather encompassing and addressing various 
aspects of digital public administration. 
W i t h i n  t h e  O E C D ,  b o t h  t h e  D i r e c t o r a t e 
for Public Governance and the Observatory 
for Public Sector Innovation (OPSI) work on 
several initiatives related to the digitalisation 
of public administrations, and the public sector 
in general. Notably within the Directorate for 
Public Governance, the Digital Government 
department explores how governments can best 
use information and communication technologies 
to embrace good government principles and 
ach ieve  po l i cy  goa ls .  In  December  2021 
they published the e-Leaders Handbook on 
the Governance of Digital Government, which 
explores the requirements needed to become a 
“digitally-mature government”. One of the main 
prerequisites is having a good governance, 
on the basis of which digital strategies and 
frameworks, and in turn interoperable and 
seamless public services, can be developed, with 
the final goal of being able to meet the evolving 

needs and demands of citizens. In the same vein, 
the World Bank published in April 2020, the Digital 
Government Readiness Assessment (DGRA), 
a toolk i t  a imed at assessing governments’ 
readiness towards digital transformation. It delves 
into nine core foundations which are meant to 
help governments build open and agile digital 
government infrastructures. For the World Bank 
as well, the first of these pillars should be a 
sound leadership and governance, as having 
a clear vision, leadership and governance are 
key for building an innovative, open, accessible 
and agile digital government. The second pillar of 
the DGRA is the need for the government to be 
user-centric and therefore build public services 
around the users’ needs, so as to encourage 
citizens’ engagement and participation, and thus 
“dissolve the barrier between the government 
and the public”41. The World Bank has been 
working for decades on the delivery of the most 
suitable digital government solutions for citizens 
all over the globe. Indeed, citizen-centric service 
delivery has become a central aspect of the 
World Bank’s approach to digital government. 
The notion of citizen-centric approach refers 
to the design of solutions that consider device- 
and internet-access limitations, as well as digital 
l i teracy, different cultural norms, and other 
factors that might inhibit access to the services 
and solutions offered to cit izens around the 
globe42. In this regard, the World Bank developed 
in May 2021 the first edition of its GovTech 
Maturity Index, which is a measuring tool meant 
to assess the level of digital transformation in 
the public sector in the 198 economies under 
its scope. Among similar indices developed by 
other international organisations with the goal to 
measure different aspects of digital government, 
it is worth mentioning also the UN’s eGovernment 
Development Index, and the OECD’s Digital 
Government Index. 
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41 World Bank, 2020, Digital Government Readiness Assessment 
42 World Bank, 2020, GovTech: the new frontier in digital government transformation. 

https://www.oecd.org/gov/
https://www.oecd.org/gov/
https://oecd-opsi.org/
https://oecd-opsi.org/
https://www.oecd-ilibrary.org/sites/ac7f2531-en/index.html?itemId=/content/publication/ac7f2531-en
https://www.oecd-ilibrary.org/sites/ac7f2531-en/index.html?itemId=/content/publication/ac7f2531-en
https://openknowledge.worldbank.org/bitstream/handle/10986/33674/Digital-Government-Readiness-Assessment-DGRA-Toolkit-V-31-Guidelines-for-Task-Teams.pdf?sequence=1&isAllowed=y
https://openknowledge.worldbank.org/bitstream/handle/10986/33674/Digital-Government-Readiness-Assessment-DGRA-Toolkit-V-31-Guidelines-for-Task-Teams.pdf?sequence=1&isAllowed=y
https://openknowledge.worldbank.org/bitstream/handle/10986/36233/211765sum.pdf?sequence=6&isAllowed=y
https://openknowledge.worldbank.org/bitstream/handle/10986/36233/211765sum.pdf?sequence=6&isAllowed=y
https://publicadministration.un.org/egovkb/en-us/About/Overview/-E-Government-Development-Index
https://publicadministration.un.org/egovkb/en-us/About/Overview/-E-Government-Development-Index
https://goingdigital.oecd.org/indicator/58
https://goingdigital.oecd.org/indicator/58


Taking a closer look at the World Bank’s GovTech Maturity Index

GovTech is usually defined as a more advanced stage of digital 
government. However, the World Bank goes further in its definition 
by underlining the importance of having a whole-of-government 
approach to public sector modernisation, which can promote 
simple, efficient, and transparent government systems with citizens 
at the centre of the reforms. According to it, this citizen-centric 
approach is essential and still missing from the more ‘standard’ 
definition of GovTech.
Based on this definition, the World Bank has developed its GovTech 
Maturity Index (GTMI), which was first launched in 2021 and is 
based on 48 indicators and constructed for 198 economies. The 
index aims to measure the four fundamental categories of GovTech 
according to the World Bank (i.e., Supporting core government 
systems, Enhancing public services delivery, Mainstreaming citizen 
engagement, and Fostering GovTech enablers) and assist key 
stakeholders in the design of new digital transformation projects.
The findings of the GTMI 2021 showcase that the interest in 
GovTech is growing around the world, and that digital government 
and good practices are well-established in 43 out of the 198 
economies under the scope of the World Bank. Some other findings 
and potential areas of improvement include the following:
 The maturity of GovTech foundations is lower than 
expected in most countries, and the same happens with issues like 
online services delivery.
 There is a struggle to find a coherent approach to digital 
citizen engagement (or civic tech), even in very advanced 
countries. There is no structured way of embracing this topic.
 There is also a lot of room for improvement in the areas of 
data exchange and interoperability.
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This section will focus on more specific initiatives 
put forward by the OECD, the World Bank and the 
UN. These have been categorised into four main 
themes, following the same rationale used for 
Chapters 1 and 3. 

Digital public services and digital inclusion 
Digital inclusion has become a major focus 
for international organisations in the last two 
years. The COVID-19 pandemic has undoubtedly 
contributed to that, as it has exacerbated pre-
existing inequalities and discrepancies in many 
countries around the globe, which in turn have 
further aggravated the digital divide between 
developed and developing countries. In fact, 
while the crisis caused a surge of internet users 
worldwide up to 5 billion, 3 billion people still 
remain offline, and 96% of these live in developing 
countries43. More work should therefore be done to 
ensure that everyone has a proper and affordable 
access to the internet, as a prerequisite for 
further digitalisation. Through its Roadmap for 
Digital Cooperation, the UN will ensure that, by 
2030, every person has a “safe and affordable 
access to the Internet, including meaningful 
use of digitally enabled services in line with the 
Sustainable Development Goals”44. Once global 
connectivity is established, it is necessary to 
ensure that all citizens have the correct set of 
skills and expertise to take the most advantage 
of it. In fact, another pillar of the UN’s Roadmap 
for Digital Cooperation is the strengthening of 
digital capacities and skills, so as to meet the 
growing demands of the digital world. Among the 
many initiatives put forward, the UN is committed 
to provide tailored support in digital capacity-
building and work with local graduates and young 
professionals in building and developing their 
digital capacities. In 2020, the UN also published 
its Digital Inclusion Work Plan is meant to “ensure 
that the voices of those who are not fully benefiting 
from digital opportunities are heard”. In fact, one 
of the key actions aims to put in place by 2030 the 
development of an overarching framework meant 
to define key indicators and metrics for measuring 
digital inclusion, as well as the establishment of 

a multi-stakeholder digital inclusion coalition, for 
policymakers working on the topic and willing to 
work together towards common goals. For its 
part, the World Bank published in March 2021 a 
methodological guidebook meant to help countries 
prepare their own Digital Skills Action Plans 
for higher education and technical vocational 
education; in order to take full advantage of the 
rapid development of digital skills amongst the 
younger generation. In addition, the OECD also 
published in 2021 its Framework for Digital Talent 
and Skills in the Public Sector, which offers a 
guided approach for the public sector to hire 
digital talent and equip public servants with the 
adequate digital skills. The study demonstrates 
that the starting point for this is the creation of 
a workforce that is “digitally savvy”, and which 
is eager to support the digital transformation. 
Indeed, the public sector needs to embrace 
this change in culture and foster holistic digital 
strategies which will encourage flexibility and 
adaptability. Once this working environment is 
established, it must be equipped with the basic 
foundational skills that uphold digital government 
maturi ty.  These include digi tal  government 
user skills, socio-emotional skills, professional 
skills as well as leadership skills. By fostering a 
working environment which encourages digital 
transformation and by investing in people’s digital 
skills, the end goal of the public sector worldwide 
is to unravel the potential benefits of digital 
technologies and data, so as to better meet 
citizens’ evolving needs and offer trustworthy 
digital public services to all. 

Trust and security (cybersecurity, eID)
The use of digital technologies has been spreading 
worldwide, including in the provision of essential 
services such as access to and management of 
water, food, energy, or healthcare. To safeguard 
the continuity of these essential services at all 
times, their digital security must be guaranteed and 
reinforced. The UN Secretary-General included a 
specific section promoting digital trust and security 
in its Roadmap for Digital Cooperation to pursue 
this objective. Consultation with the UN Member 
States are ongoing to engage all countries in 
the creation of a single document, which would 
provide universal guidel ines and principles 
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43 https://blogs.worldbank.org/voices/digital-inclusion-unlocks-more-resilient-recovery-all
44 United Nations, 2020, The United Nations Secretary General’s Roadmap for Digital Cooperation: Achieving universal connectivity.

Initiatives by specific themes 

https://www.un.org/en/content/digital-cooperation-roadmap/
https://www.un.org/en/content/digital-cooperation-roadmap/
https://www.un.org/techenvoy/sites/www.un.org.techenvoy/files/general/201220_Digital_Inclusion_roundtable_workplan.pdf
https://thedocs.worldbank.org/en/doc/0a4174d70030f27cc66099e862b3ba79-0200022021/original/DSCAP-MethodGuidebook-Part1.pdf
https://www.oecd-ilibrary.org/governance/the-oecd-framework-for-digital-talent-and-skills-in-the-public-sector_4e7c3f58-en;jsessionid=NjJ3s8QQVl41bJAhcvEodqVr9iAfEc7pNlm_d8cM.ip-10-240-5-41
https://www.oecd-ilibrary.org/governance/the-oecd-framework-for-digital-talent-and-skills-in-the-public-sector_4e7c3f58-en;jsessionid=NjJ3s8QQVl41bJAhcvEodqVr9iAfEc7pNlm_d8cM.ip-10-240-5-41
https://www.un.org/techenvoy/sites/www.un.org.techenvoy/files/general/Trust_and_Security_Summary_PDF.pdf
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45 The cyber norms are defined by the IGF as ‘collective expectation for the proper behaviour of actors with a given identity within 
the cybersecurity sphere’. More information is available in IGF2018 Best Practice Forum on Cybersecurity: Cybersecurity Culture, 
Norms and Values 
46 And more specifically, the target 16.9 ‘By 2030, provide legal identity for all, including birth registration’. 

on how to better safeguard trust and security, 
particularly in the provision of digital services. For 
instance, one of these universal principles calls 
for the strengthening of the digital infrastructures 
of hospitals and other critical healthcare facilities 
to make them inviolable, even in times of war. 
After adoption, this document could also be open 
to multi-stakeholder endorsement. 
Following the same objective of ensuring better 
digital security, the Internet Governance Forum 
(IGF), created by the UN as a global multi-
stakeholder platform facilitating the discussion 
of public policy issues applicable to the internet, 
operates a Best  Pract ice Forum (BPF) on 
Cybersecurity since 2014. The BPF working 
groups form part of the IGF’s intersessional work 
between annual forums, and are designed to 
facilitate collaborative, community-led research 
around a certain topic affecting the internet 
and internet governance and, more recently, 
cybersecurity. Their work is focused on three 
main areas: 
 Identifying cybersecurity initiatives, their 
relative scope, and explore areas of disagreement 
between mapped cyber norms45;
 Highlighting testimonials from stakeholders 
affected by cybersecurity events to learn where 
norms development could or would have benefited 
from their input;
 Exploring the complex interplay between 
norms and cybercrime legislation and identifying 
where these efforts support each other, collide, or 
impact the overall work of mitigating the impact of 
major cybersecurity events.
In addition to cybersecurity, the lack of secure 
forms of identification or the unsuitabil ity of 
existing systems, inadequate for the digital era 
or unable to safeguard people’s rights and data, 
are other key issues tackled at global level. 
Improving the security, accessibility, quality, and 
governance of ID systems, as well as people’s 
trust in such electronic means of identification, is 
essential to achieve the Sustainable Development 
Goals46 and promote an inclusive economic 
development, including in the digital sphere. In 
2017, a group of organisations, counting the World 
Bank, United Nations Development Programme 
(UNDP) and the United Nations Children’s Fund 

(UNICEF) among others, published a set of 
ten Principles on Identification for Sustainable 
Development: Towards the Digital Age. These 
build on existing international norms and aim at 
fostering cooperation around the implementation 
of identification systems according to a shared 
set of values and standards. Since 2017, an 
increased number of countries have used these 
Principles to design new identification systems 
or reform existing ones. A second edition of 
these Principles has been published in 2021, 
based on broader public consultations and taking 
in account new perspectives and the lessons 
learned since its first publication. In this new 
version, several principles, such as Principle 2 
on removing barriers to access to and use of 
identification systems, have been detailed with 
more sub-principles.  
As mentioned above, trust is essential to embrace 
the benefits of the digital transformation and 
governments, as citizens need to be convinced 
that engaging in the digital environment will 
bring more benefits than downsides. To ensure 
trust, public administrations must mitigate at 
the maximum risks and uncertainties arising 
from the use of digital technologies and data 
exchanges, especial ly  the ones related to 
privacy and consumer protection. The OECD 
regularly published different material on digital 
trust (e.g., reports, policy recommendations and 
measurement roadmap) as part of its Going 
Digital Toolkit. In the Going Digital Integrated 
Policy Framework published by the OECD in 
2020, trust is presented as one of the seven key 
policy dimensions to make digital transformation 
work for growth and well-being. This report not 
only presents the seven policy dimensions of 
the framework, but also provides guidance on 
putting the framework into practice and suggests 
key steps for developing a strategy that reflects a 
whole-of-government approach to policymaking 
in the digital age, including building digital trust.

Digital sovereignty and interoperability 
Government interoperability is one of the key 
GovTech indicators presented in the World 
Bank’s GovTech Maturity Index (GTMI), already 
mentioned above. The World Bank’s report 
f inds that there is a growing interest in the 

https://www.intgovforum.org/multilingual/
https://www.intgovforum.org/multilingual/
https://www.intgovforum.org/en/content/bpf-cybersecurity
https://www.intgovforum.org/en/content/bpf-cybersecurity
https://sdgs.un.org/goals/goal16
https://sdgs.un.org/goals/goal16
https://www.undp.org/
https://www.undp.org/
https://www.unicef.org/
https://www.unicef.org/
https://thedocs.worldbank.org/en/doc/233291517850355536-0190022018/render/webEnglishID4DIdentificationPrinciples.pdf
https://thedocs.worldbank.org/en/doc/233291517850355536-0190022018/render/webEnglishID4DIdentificationPrinciples.pdf
https://id4d.worldbank.org/principles#:~:text=Building%2520on%2520existing%2520international%2520norms,the%2520achievement%2520of%2520the%2520Sustainable
https://id4d.worldbank.org/principles#:~:text=Building%2520on%2520existing%2520international%2520norms,the%2520achievement%2520of%2520the%2520Sustainable
https://goingdigital.oecd.org/dimension/trust
https://goingdigital.oecd.org/dimension/trust
https://goingdigital.oecd.org/
https://goingdigital.oecd.org/
https://www.oecd-ilibrary.org/science-and-technology/going-digital-integrated-policy-framework_dc930adc-en;jsessionid=AMyqPzUELgZtYOjGUuuQIKP3RUO6i9OpTzcmYArM.ip-10-240-5-41
https://www.oecd-ilibrary.org/science-and-technology/going-digital-integrated-policy-framework_dc930adc-en;jsessionid=AMyqPzUELgZtYOjGUuuQIKP3RUO6i9OpTzcmYArM.ip-10-240-5-41
https://documents1.worldbank.org/curated/en/495831623303257484/pdf/GovTech-Maturity-Index-The-State-of-Public-Sector-Digital-Transformation.pdf


establishment of what the World Bank calls a 
Government Interoperability Framework (GIF)47 
as a pre-condit ion for the establ ishment of 
common standards for secure data exchanges 
between different government systems. The 
GTMI is calculated based on 48 key performance 
indicators (KPIs) defined in four categories: core 
government system indicators, public service 
delivery indicators, citizen engagement indicators 
and GovTech enablers. One of these KPIs is the 
development and implementation of a GIF in the 
countries’ institutions48. Of the 198 economies 
under the scope of the survey, 104 stated that 
they did not yet have a GIF in place. The report 
also finds that most of the countries with GIFs in 
place are high-income countries (53%) and that 
most of the poorest and most fragile countries 
do not yet have such frameworks in place. With 
regard to regional distr ibut ion, Europe and 
Central Asia, Latin America and the Caribbean 
and the Middle East and North Africa are the 
regions with the most operational GIFs in place. 
In its e-Government Interoperability Guide. the 
United Nations’ Development Programme (UNDP) 
also emphasises on the fact that eGovernment 
interoperabil i ty is becoming an increasingly 
crucial issue. The UN’s Guide finds that most 
governments under the scope of its analysis have 
already set up their GIFs and designed sound 
eGovernment strategies, but that further attention 
should be paid to fostering interoperability, and 
to the need of better connecting, exchanging, 
sha r i ng  and  reus ing  da ta  among  pub l i c 
administrations. The report stresses on the 
fact that governments should strive for further 

69

47 A Government Interoperability Framework (GIF) is a document that specifies a set of common elements such as vocabularies, 
concepts, principles, policies, guidelines, recommendations, standards, and practices for agencies that wish to work together, 
towards the joint delivery of human-centric joined-up public services.
48 The survey question related to this KPI is: Is there a Government Interoperability Framework (GIF)/Service Bus (GSB)?

interoperability for many reasons. One of them is 
that eGovernment interoperability leads to better 
and smoother decision-making as it allows all the 
data coming from various governmental bodies 
to be used together to make decisions which will 
be beneficial to many. In addition, interoperability 
al lows for better coordination among public 
entities which supposedly leads to better services 
delivery for citizens and businesses. Along these 
lines, the OECD has published in October 2021 
its Recommendations on Enhancing Access to 
and Sharing of Data (EASD), meant to guide 
policymakers in encouraging a comprehensive 
and systematic approach to data access and 
data sharing, to enable further interoperability. 
It is the first internationally agreed upon set of 
principles on how governments could maximise 
the benefits of accessing and sharing all types 
of  data.  The Recommendat ions are meant 
to guide governments in developing holistic 
data governance policies and/or frameworks 
to unravel the potential benefits of data across 
and within sectors. Already back in 2019, an 
OECD publication49 had stressed on the role 
that data played in the digitalisation of public 
administrations and on the importance of having 
a whole-of-government approach in place, so 
as to develop a data governance model and a 
data-driven public sector. Today’s governments 
must contend with the rising expectations of their 
citizens by fostering their citizen-centred and 
digital-by-design aspects, and by encompassing 
a whole-of-government approach, so as to be 
able to better deliver seamless digital services 
and deliver on the promise of the digital age.

49 OECD, 2019, The path to becoming a data-driven public sector.  

https://www.unapcict.org/sites/default/files/2019-01/e-Government%2520Interoperability%2520-%2520Guide.pdf
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0463
https://legalinstruments.oecd.org/en/instruments/OECD-LEGAL-0463
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The concept of digital government can be defined as the shift from eGovernment, which was 
focused on the online transfer of data and processes, while digital government is understood as the 
possibility of leveraging such data and of digital technologies to transform government operations and 
services. During the COVID-19 pandemic, citizens became more reliant on digital public services, thus 
encouraging public administrations to work towards a better delivery of such services, . Hence, some 
important dimensions need to be considered for digital government to be successful:
 It should be citizen-centred, which entails that the needs of citizens should be the central issue 
of governments. 
 It should be digital-by-design, entailing the need to have a digital mindset in place, rather than 
just putting digital on top of what was previously in place. 
 It should entail a whole-of-government approach, thus fostering collaboration between various 
stakeholders and bring the citizens at the centre of the discussions. 

Senior Governance Specialist, GovTech, Governance 
Global Practice at the World Bank 

Interview with João Ricardo 
Vasconcelos
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How would you define digital government and how has its role and definition changed after the 
COVID-19 pandemic and the subsequent boost to digital transformation?  

GovTech is usually defined as a more advanced stage of digital government. The World Bank 
follows this definition, underling the importance of having a whole-of-government approach to public 
sector modernisation which promotes simple, efficient and transparent government systems with 
citizens at the centre of the reforms. This citizen-centric approach is essential and is missing from 
the more ‘standard’ definition of GovTech. At the same time, it is important to have a multi-stakeholder 
thinking approach. In this respect, the World Bank created a GovTech Global Partnership, which 
regroups government stakeholders, but also the academia and representatives of civil society, to share 
their knowledge and expertise on GovTech. 

The World Bank has worked extensively on GovTech and how it can innovate and improve 
existing public services. In light of this, how would you define GovTech? Why do you consider 
it essential for the future modernisation and digitalisation of public administrations? 

https://www.worldbank.org/en/programs/govtech/partners
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The World Bank has also been working for many years in the area of interoperability, and it is currently 
working on a note on interoperability (which is expected to be published in October 2022), aimed at 
guiding any country around the world in understanding what interoperability is and how to better foster 
it in their respective public administrations to take full advantage of its benefits. This note is intended 
to be simple and practical and would provide implementation guidelines on how to establish a good 
interoperability policy. 
The World Bank is also considering launching a GovTech working group on interoperability. The 
goals of this initiative, considering the 198 economies that the World Bank works with, would be twofold: 
i) create knowledge exchange on the topic; ii) create a community of practice that could co-produce 
deliverables in the area of interoperability. The idea would be to have on board both digitally advanced 
and less digitally advanced countries to discuss and exchange ideas on the topic of interoperability. 
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As mentioned above, there have been rising expectations for governments to better perform 
and deliver digital public services in a fast and efficient way, mostly following the uptake of 
the COVID-19 crisis. In this regard, various initiatives have been put forward by the European 
Commission to foster interoperability and encourage the development of interoperable 
public services . Has there been a similar desire within the World Bank to promote 
interoperability across different sectors? 

In 2021, the World Bank also launched its first GovTech Maturity Index, aimed at measuring four 
fundamental categories of GovTech according to the Bank (i.e., Supporting core government systems; 
Enhancing public services delivery; Mainstreaming citizen engagement; and Fostering GovTech 
enablers), which are then applied to the 198 economies of the world under the scope of the Bank. 
Some of the findings of the first edition of the GovTech Maturity Index were: 
 The maturity of GovTech foundations is lower than expected in most countries, and the same 
happens with issues like online services delivery. 
 There is a struggle to find a coherent approach to digital citizen engagement (or civic tech), 
even in very advanced countries. There is no structured way of embracing this topic. 
 There is also a lot of room for improvement in the area of data exchange and interoperability. 
The World Bank is working on the second edition of this index, which is expected for October 2022, 
with the goal of expanding it to be more specific and gather more evidence from the different countries 
on this area. Coordination with other international organisations is also ensured to reuse more data 
from the United Nations, the European Commission and the OECD, among others.

https://openknowledge.worldbank.org/handle/10986/36233?locale-attribute=en
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Annex 1. Overview of the political communications adopted by the 35 European countries (per 
cluster and per country) included in the 2021 and 2022 editions of the Digital Public Administration 
factsheets.
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Annex 2. Overview of the legislations adopted by the 35 European countries (per cluster and per 
country) included in the 2021 and 2022 editions of the Digital Public Administration factsheets.
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Annex 3. Overview of the infrastructures adopted by the 35 European countries (per cluster and per 
country) included in the 2021 and 2022 editions of the Digital Public Administration factsheets.
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The ISA² Programme has evolved into Interoperable Europe 
- the initiative of the European Commission for a reinforced 
interoperability policy.  
The work of the European Commission and its partners in public 
administrations across Europe to enhance interoperability continues 
at full speed despite the end of the ISA2 programme. Indeed, 
enhanced interoperability will be necessary to unlock the potential 
of data use and reuse for improved public services, to enable cross-
border collaboration, and to support the sector-specific policy goals 
set by the Commission for the future.
Interoperable Europe will lead the process of achieving these 
goals and creating a reinforced interoperability policy that will 
work for everyone. The initiative is supported by the Digital Europe 
Programme.
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